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“Warren Buffet  said… that trust is like the air we

breathe. When it is present, nobody really notices.

But when it’s  absent everybody notices.”

Entrepreneur Magazine, October 2002

(C. Sandlund, “Trust Is a Must”)
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Trust in the workplace is under continuing attack. Each week

the media report another name brand employer being

accused of falsifying earnings and engaging in post-Enron

financial corruption. For example, on April 3, 2003, five cor-

porate leaders of HealthSouth pleaded guilty to conspiring to

inflate earnings by as much as $2.5 billion. Eight months ear-

lier, the stock of the company had plunged by 44 percent in

a single day, never to recover. The Company was delisted

from the New York Stock Exchange after declining from over

$25.00 a share to less than a $.25 trading on Pink Sheets. On

April 1, 2003, the Chief Executive Officer was fired by the

Board of Directors and is accused of inflating earnings by the

SEC.  The Agency announced that it would seek $743 million

in penalties, forfeiture of illegal profits and triple damages if

the charges were proven. The Company has defaulted on

$367 million in bond and interest payments and announced

the planned layoff of 165 office workers. See The New York

Times, April 4, 2003, at C2.

The above story is unfortunately just another “cluster bomb”

explosion shattering the confidence of not only the invest-

ment community, but also of employees in the workplace.

For many decades, while the economy has traveled through

its cycles, and wars have come and gone, the relationship

between the employer and the employee has remained

remarkably positive. While sitcoms and movie scripts depict-

ed the “employer” as the citadel of greed and bad faith, this

has not been the way in which employees view employers,

especially “their” employer. However, in the last two to three

years, the financial scandals and shocking revelations of mis-

conduct by some of our most trusted institutions have shaken

employee trust as never previously experienced. Lost retire-

ment accounts, meaningless stock options, and mass layoffs

have unavoidably had their effect. Employees now question

the credibility of employers generally and increasingly doubt

the veracity of senior business leaders. This lack of trust acts

much like a vacuum, creating a powerful force drawing into

the workplace substitute mechanisms intended to regulate

employer conduct, including new legislation, federal and state

administrative regulations, and judicial intervention.

The misfortunes of HealthSouth illustrate how the growing

“trust vacuum” draws governmental intervention. In that

regard, meet Ms. Alice H. Martin, a 46-year old former nurse.

She gave up a career of healing the sick to attack another

social ill-crime. She obtained a law degree and now holds the

position of U.S. Attorney in Birmingham, Alabama. Little did

she know that events taking place in the workplace would

bring her into national prominence as a soldier fighting a war

against corporate crime. She is the government prosecutor

involving the executives of HealthSouth.

In September 2002, Ms. Martin and other regional U.S.

Attorneys participated in a conference on corporate fraud and

white-collar crime with Attorney General John Ashcroft. In

I n t r o d u c t i o n
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combination with top officials from other law enforcement

agencies, plans were developed for a “blitzkrieg on corporate

crime.” Using the newly passed Sarbanes-Oxley Act, the plan

was to create a “real-time prosecution of corporate crime.”

Every case was listed as “Priority A.” Armed with this new leg-

islative artillery, Ms. Martin sought the Act’s first convictions at

HealthSouth. Five guilty pleas were received to charges of

conspiracy to commit wire fraud, securities fraud, and filing

false records, according to Ms. Martin. The convictions did not

recognize the glass ceiling in corporate America, as four out

of the five were women executives. Ms. Martin described the

prosecutions as moving at warp speed.” This activity signals a

new age in federal enforcement as a method of punishing

those who have abused a role of trust. See generally, id. at C2;

The Wall Street Journal, April 4, 2003, p. C1.

This breakdown of trust and the resulting reaction from the

public, government, and employees extend far beyond the

corporate scandals which have been widely exposed since

the collapse of the dot.com economy. This loss of trust also

comes from systemic causes, including weakened job and

benefit security, and changes in employee expectations, par-

ticularly in such areas as privacy and workplace safety. It also

comes from class action litigation resulting in multi-million

dollar settlements for alleged bad behavior ranging from race

discrimination and sexual harassment to misclassifying

employees to avoid overtime. The result has been that the

sense of trust, of a degree of common interest between

employers and employees, however warily maintained, has

been damaged, even for those companies which have made

a determined effort to “do the right thing.”

Nonetheless, and even surprisingly given the developments

of the last few years, the fact remains that the sense of trust,

though strained, is not broken. Numerous surveys confirm

that most employees consider themselves loyal employees.

They believe that the recent corporate scandals will make

whistleblowing more common, not less, and that such com-

plaints will be treated seriously. Most important, for whatev-

er criticisms they may have of companies generally, and par-

ticularly those which have found themselves in the eyes of

scandals, most employees still believe that their own com-

panies are trustworthy. These beliefs afford employers a

cushion of good will and an opportunity to redress the loss

of trust now visible in many quarters. Moreover, and criti-

cally, analysis confirm that companies which rate well on

various measures of employee trust and job satisfaction are

likely to perform better from a financial standpoint, includ-

ing return to shareholders.

In examining workplace trust, Littler has the unique oppor-

tunity to view this issue as it applies to tens of thousands of

employers and employees. Never before have we seen more

symptoms of erosion or diminished confidence generally in

the ethical behavior of management. While this often does

not apply to the employee's immediate employer, it shapes

the view of the workplace generally. This breakdown of

trust has resulted in increased litigation, more complaints

being filed with government agencies, and more public

pressure for new workplace laws. We have divided this

activity into six areas:  (a) increased whistleblower claims

and protections; (b) continued growth in retaliation claims

as part of lawsuits under current workplace laws; (c) safety

complaints ranging from concerns about chemical biological

threats in the workplace to concern regarding SARS; (d) new

benefit laws and regulations to protect employee invest-

ments; (e) concern over the destruction of workplace priva-

cy, including the potential for identity theft because of a fail-

ure to protect electronic personnel information; and (f) an

explosion of state-initiated legislation to compensate for the

perceived breakdown in employer trustworthiness. These

challenges demand a dramatic and strategic response by

responsible employers. Presented in this paper are several

practical solutions and recommendations of what employers

need to do to position themselves as leaders in rebuilding a

sense of trust with their employees, as well as preserving

that trust where it still exists. In 2003 and 2004, this agenda

promises to be the most important series of tasks to be

undertaken and managed by human resource leaders and

corporate counsel responsible for employment and labor

law compliance. These activities will not be measured mere-

ly in reduced litigation and affirmative defenses. Protecting

and rebuilding employee trust will be measured in increased

productivity and reduced costs. The significance of this con-

tribution to an organization’s ROI is so great that it may

become one of the primary determinates of economic suc-

cess and ultimate business survival.
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P a r t  O n e :
L E G A L  A N D  E T H I C A L  C H A L L E N G E S :

F R O M  W H I S T L E B L O W E R S  T O

G O V E R N M E N T  C Y B E R - S E A R C H E S

A .  C a u s e s  a n d  S y m p t o m s  o f  T h e  L o s s  o f

Wo r k p l a c e  T r u s t .

1. Financial Underreporting and Corruption. The most

obvious place to look in searching for events which have cre-

ated an atmosphere of distrust is the corporate financial scan-

dals and financial implosions of the past year. In the most vis-

ible episodes, involving Enron, WorldCom, Tyco, Global

Crossing and Adelphia, millions of Americans received an

unwelcome education in how companies could generate mis-

leading and/or incomplete corporate reports, off-the-balance

sheet transactions apparently serving no legitimate business

function, outright theft, and means used by upper manage-

ment to protect itself financially at the expense of employee

pensions and shareholder value. Perhaps worse, they saw

exposed how one of the world's most trusted accounting

firms appeared at best unable to serve its protective function

and at worst, actively assisted in management misconduct.

Moreover, there remains the concern that the legal system

may not be able to undo the damage.  It is unclear what civil

and/or criminal liability will attach to the participants and

how high up the chain in command such liability will extend.

There will no doubt be extensive civil litigation and class

actions involving these entities, but at the end of the day, no

one can be sure how much will be recovered for employees

and shareholders and how much will go to the attorneys. The

only thing certain is that enormous amounts of money-in the

form of deflated pension accounts and capital losses, and

untold amounts of work hours devoted by employees to

building these companies with the expectation of sharing in

the rewards of their success-are irretrievably lost.

2. Publicly Reported Multi-Million Dollar Settlements For

Alleged Harassment and Discrimination of Employees

By Major Employers (Especially Class Action Claims).

This is not to say that the only corporate activities fueling a

sense of distrust are acts of actual or perceived fraud. In

recent years, the country has seen settlements and verdicts of

large class actions involving allegations of discrimination and

other improper conduct. By way of two examples only,

Texaco settled a racial discrimination class action involving

some 1,400 employees by agreeing to pay $115 million and

affording each of the class members a one-time salary

increase of 11 percent.1 Late last year, an age discrimination

case filed against Gulfstream Aerospace Corp. by the EEOC

was settled for payment of $2.1 million, plus significant

injunctive and remedial relief, to 61 former employees who

lost their jobs during layoffs at the company’s Savannah,

Georgia, facility.2 Obviously many more such lawsuits have

been resolved, by settlement or trial, and more are in process. 

3. Clearly, these developments have fueled an undeni-

able rise in employment-related litigation. Of the

approximately 268,000 federal civil lawsuits filed in the

twelve months ending June 30, 2002, a total of 38,587 were

denoted on the civil cover sheet either as “Civil Rights-

Employment,” or involving labor laws, such as the Fair Labor

Standards Act, the Labor Management Relations Act, and oth-

ers. This figure not only constitutes 14.4 percent of all feder-

al civil lawsuits during this period, but also represents an

increase of slightly more than 10 percent in the number of

such filings during the twelve-month period ending June 30,

2001. Indeed, in that earlier period, filings of this nature con-

stituted only 13.8 percent of all federal civil actions, meaning

that employment-related lawsuits at the federal level are

increasing both in number and as a percentage of the feder-

al caseload.3 We at Littler Mendelson see comparable rises in

state court litigation on an anecdotal basis.

Another method allowing employees to make claims against

employers are actions under the False Claims Act, also known

as “qui tam” actions. These claims provide employees, and

others, with the opportunity to alert the government to possi-

ble wrongdoing and to receive a portion of monies recovered

by the government.  Although the number of these cases filed

has now dropped to a level not seen since FY 1995, the

amount recovered in those actions has increased from $246.8

million to $1.12 billion in FY 2001.4

4. Economic Downturn. These instances of alleged or actu-

al misconduct tell only part of the story. Of at least equal, if

1 http://www.texaco.com/archive/diversity/press/pr11_15.html.
2 http://www.eeoc.gov/press/12-11-02.html.
3 “U.S. District courts — Civil Cases Commenced, by Basis of Jurisdiction and Nature of Suit, During the 12-Month Period Ending June 30, 2002,” available at
http://www.uscourts.gov/caseload2002/contents.html. 
4 “False Claims Act — Qui tam statistics,” available at http://www.all-about-qui-tam.org/fca_stats.shtml.
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not greater, significance are the broader changes in the econ-

omy, particularly since the dot.com boom began to recede in

late 2000. The recent economic statistics, and particularly

those for 2002, tell a sobering and sometimes worrisome tale.

The manufacturing sector recorded a 3.7 percent employment

decline, following a 6.7 percent slide in 2001. Retail employ-

ment fell by 0.8 percent, even though consumers continued

to spend. The unemployment rate increased, as did the num-

ber of people out of work and the duration of the average

period of unemployment.5 For the period January 2001

through September 2002, the economy absorbed over 13,000

mass layoffs and the termination of approximately 2.8 million

employees, according to the Bureau of Labor Statistics.6

The most conspicuous and newsworthy sector to have suf-

fered job losses was the high-tech area, which announced a

total of 1.16 million job cuts during 2001 and 2002, according

to Challenger, Gray & Christmas in Chicago.7 As has been dis-

cussed repeatedly in virtually every outlet of the media, the

dot.com and high-tech revolutions which were supposed to

transform the American economy, which created massive

amount of paper wealth, and which fueled an enormous

number of job changes as employees sought the chance to be

in on the ground floor of an extraordinary opportunity, have

not panned out as planned.

5. Greater Concern For Workplace Ethics. Finally, we

believe that the terms of the debate about employer conduct

are beginning to shift. Just a month ago, Goldman Sachs dis-

missed two prominent investment bankers who had been

accused of unwanted and inappropriate sexual advances to a

less-senior female investment banker. What was interesting

about the story was not the tale of alleged sexual harassment,

hardly an unusual accusation in the financial services area,

but how the incident was being categorized. A representative

from a group of women who had worked at Goldman Sachs

was quoted in The New York Times as saying that the incident,

and the company’s response, “goes right under the category

of ethics, and we are in a whole new climate.”8 Whether

intentionally or otherwise, this spokesperson's comment

reflected how issues of discrimination, harassment, and other

conduct which often provoke inflammatory rhetoric on both

sides may wind up being couched in terms of ethics, which

place even greater pressure on employers to prevent such

conduct or to act swiftly when it surfaces.

B .  M e a s u r i n g  a n d  D e f i n i n g  t h e  D e c l i n e  i n

P u b l i c  a n d  E m p l o y e e  T r u s t  o f  A m e r i c a n

B u s i n e s s .

The above developments have unquestionably soured the

public on the conduct of employers and the level of trust to

which they have traditionally been accorded. These concerns

were reported vividly, particularly in light of the corporate

and accounting scandals of Enron, WorldCom, Tyco,

Adelphia, and Arthur Andersen. A USA Today/CNN/Gallup

poll from August 2002 found that only 10 percent of adults

surveyed thought that corporations can be trusted “a great

deal” to look out for the interests of employees, while 50 per-

cent of the respondents said that corporations can be trusted

only a little, or not at all, to do so. Forty percent of the peo-

ple surveyed expressed the opinion that executives are inter-

ested only in looking out for themselves, even if that harms

the corporation itself.9

Comparable findings emerged in a survey taken in early

2002 by Watson Wyatt. This poll, which sought opinions of

12,750 employees at a wide range of job levels and in dif-

ferent industry sectors, found that the employee confidence

in senior management dropped from 50 percent in 2000 to

45 percent in 2002. Similarly, only 52 percent of employees

rated their companies favorably on their ability to establish

“lines of sight,” or making connections between their jobs

and business goals, a rating which was at 65 percent only

two years earlier. Further, and particularly damaging to the

goal of trying to retain high-performance employees, only

30 percent believe that high-performing employees are

rewarded and only 35 percent agree that job performance

and pay are limited.10

And yet, despite these figures and the unflattering portrait

they paint, polls make clear that Americans, and particularly

employees, still have a degree of trust, if not in the system

generally, then at least in the company for which they work.

Just as many voters condemn Congress as a whole but tend

to have favorable opinions of their own senators or represen-

tatives, employees continue to believe that their companies

5 “U.S.  Labor Market in 2002: Continued Weakness” in Monthly Labor Review, February 2003.
6 “Mass Layoffs Summary,” issued by US Department of Labor, Bureau of Labor Statistics, November 13, 2002, available at http://www.bls.gov/news.release/mslo.nr0.htm.
7 “High-Tech Sector Made Fewer Layoff Announcements in 2002, Challenger Says,” in Daily Labor Report, January 9, 2003.
8 The New York Times, March 7, 2003, page C1
9 “Employees’ new motto: Trust no one,” USA Today, August 15, 2002 (“USA Today”).
10 “WorkUSA®2002 — Weathering the Storm: A Study of Employee Attitudes and Opinions,” issued by Watson Wyatt Worldwide, available at
http://www.watsonwyatt.com/research(“Watson”).
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continue to deserve their trust. The same USA

Today/CNN/Gallup poll referred to above found that 50 per-

cent of the respondents have “a lot of trust” in their compa-

nies' promises to them and other employees, an increase from

a similar poll thirteen years earlier in which only 43 percent

of adults shared that view.11 A Wall Street Journal/NBC News

poll taken in June 2002 showed that 33 percent of Americans

thought that the Enron scandal was typical of many or most

American corporations.12 High as this number may be, it also

means that two-thirds of Americans are prepared to believe

that the scandals represent examples of aberrant behavior.

Most companies still apparently retain the trust of their

employees. For example, a survey taken in May 2002 by

Right Management Consultants—Great Lakes Region and

EPIC-MRA of Lansing, Michigan found that three-fifths of

responding employees in Michigan and Northern Ohio trust

the top leaders in their organization to “do the right thing”

in the treatment of their employees. In fact, 63 percent of

the respondents opined that more employees will be likely

to engage in whistleblowing and 71 percent believe that top

business and corporate leaders will be more accountable

after the Enron scandal.13 Certainly, the public acclaim and

Time “Man of the Year” honors granted to the women who

came forward about financial problems within Enron and

WorldCom have elevated legitimate whistle-blowers into a

highly praised category.

C .  T h e  V i t a l  I m p o r t a n c e  o f  Wo r k p l a c e  T r u s t

i n  D e t e r m i n i n g  t h e  E c o n o m i c  S u c c e s s  o f

B u s i n e s s .

The ultimate question, of course, is whether any of this has

any impact on the ultimate economic goals of the companies

involved. The fact is that wholly aside from concern about

ethics and morality in the noblest sense, and a desire to avoid

employee lawsuits or worse, from a more pragmatic stand-

point, the issue of employee trust has a direct and tangible

impact on the employers’ bottom line. First, and most obvi-

ously, it affects staff stability. The Ohio/Michigan survey

found that 71 percent of respondents thought of themselves

as completely or mostly loyal to their employers. Watson

Wyatt found that employee commitment actually increased

from 55 percent in 2000 to 57 percent in 2002. There is no

doubt that retention of workers and the minimizing of retrain-

ing costs and other expenditures associated with significant

turnover keeps expenses down and operations efficient.14

More critically, Watson Wyatt’s research showed that compa-

nies marked by high employee commitment outperform low-

commitment employers to a significant degree in shareholder

value. In 2000, the high-commitment companies outper-

formed low-commitment companies by 47 percent, but in

only two years, that figure jumped to 200 percent. Companies

with high trust levels from their employees outperform their

low-trust counterparts by 186 percent. The analysis also

revealed that companies which manage change effectively

vastly outperform those which do not, as measured in total

return to shareholders, and that companies in which employ-

ees believe that communication from management is good

have a clear edge in shareholder return.15

The data clearly suggests that employers face a crisis of trust

and that while much of it may be the making of companies

which are not in their control, or economic trends to which

they are subject, they bear the impact of these unfortunate

developments. The same data also shows that employers who

recognize the problem on a general level, and who are will-

ing to examine their own organizations in an honest manner,

have an unmistakable opportunity to set things right and dis-

tinguish themselves. They start with a workforce which, for all

the Enron, WorldCom, Andersen and other stories and the

skepticism they have generated, still wants to believe and

trust in management and is prepared to give senior leadership

the benefit of the doubt.

The rewards for actions taken on this path are clear. By tak-

ing steps to make sure that employees believe what they are

told, are made to understand that they will be treated as trust-

ed members of the business team, trust that the company will

look out for them, financially and otherwise, and that com-

ing forward with information about corporate shortcomings

will be respected and not dismissed or punished, corpora-

tions will benefit from a more stable and more productive

workforce and will place themselves in the position for

improved financial performance.

11 USA Today.
12 “Trust is a Must,” Entrepreneur Magazine, October 2002.
13 “Post-Enron Wake-Up Call: Most Employees Have Confidence in Business  Leaders To Do ‘The Right Thing’,” reported at www.envoynews.com/detroit/e_article
000076344.cfm (“Wake-Up Call”).
14 Watson.
15 Watson.
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D .  L e g a l  a n d  E t h i c a l  C h a l l e n g e s  H a v e

D i r e c t l y  E v o l v e d  F r o m  t h e  D e c l i n e  o f  T r u s t  i n

t h e  Wo r k p l a c e .

Each year, new challenges, or new versions of old challenges,

develop for employers, and this past year has been no excep-

tion. However, many of the areas of interest, and many of the

legislative responses, all return to the same theme, namely,

can employees trust the companies to which they devote so

much of their time and effort, and the managers in charge of

those companies? Will efforts to support corporate honesty be

appreciated or shunted aside? How will the company protect

them from the possibility of violence in the workplace? Will

their financial stake in the enterprise be as secure as business

conditions allow?

A corollary series of questions is, to what extent do employ-

ers value their employees and treat them like important mem-

bers of the business team? There can be no doubt that

employers whose staffs believe that they are treated fairly,

with respect and with a sense that they are mature adults who

can be trusted to devote the necessary amount of effort to the

business goals of the company, will find themselves less

prone to turnover, loss of productivity or poor morale. With

that said, what have been the primary areas of concern in the

past year and how have the laws forced employers to adapt?

1. The Whistleblowing Explosion and Increased

Legislative Protections. Clearly, the most visible issue, even

if not yet the most common in the judicial system, is that of

the whistleblower. The success of Cynthia Cooper and

Sherron Watkins in bringing misconduct at WorldCom and

Enron to light has made the whistle-blower a corporate, if not

a national hero figure. The accolades that they earned were

well-deserved and unfortunately, the likelihood is that there

are, and will be, other examples of misconduct to be uncov-

ered. However, and equally unfortunately, this new environ-

ment will no doubt encourage low-performance employees,

or employees nursing a grudge or looking to extort money or

other benefits to wrap themselves in a whistle-blower’s man-

tle and then claim protection from discipline or termination.

As discussed below, it is our belief that corporations need to

recognize that it is important that conscientious employees be

encouraged to come forward with their concerns. Such con-

duct actually represents and should be seen as an act of faith

by the employee in the entity-an implicit statement that the

company is worth protecting and that coming forward will not

be punished. To a certain extent, such protection is now

required by the Sarbanes-Oxley Act of 2002 (“Sarbanes-

Oxley”), one of the most prominent pieces of corporate reform

legislation ever enacted and an imperfectly drafted response to

the problems brought to light by Enron and WorldCom.

Sarbanes-Oxley is designed primarily as an accounting prac-

tices and corporate disclosure statute, but it certain contains

provisions that employers must bear in mind. The Act specif-

ically protects employees of a publicly-traded company who

provide information, or assist in investigations, about actions

that they reasonably believe to constitute violations of feder-

al securities law, or the rules of the SEC, or “any provision of

Federal law relating to fraud against shareholders.” The pro-

tected disclosures include information made available not just

to regulatory or law enforcement agencies or Congress, but

also to any person with supervisory authority over the com-

pany or any person at the employer with the power to “inves-

tigate, discover or terminate misconduct.”

Thus, not only would this section protect the Enron and

WorldCom whistleblowers but, in theory, would afford feder-

al statutory protection to an employee who reported even

minor levels of expense account fraud, which arguably affects

shareholders. The Act also requires public companies,

through their Audit Committees, to provide procedures for the

confidential, anonymous submission by employees of con-

cerns regarding questionable accounting or auditing matters.

It is important to note that the Act’s whistleblower protection

covers not only publicly traded companies, but also their offi-

cers, employees, contractors, subcontractors and agents.

Presumably, it applies to contractors and subcontractors, and

their individual officers and employees, only in relation to

their work for a public company, and even then, only in con-

nection with the alleged fraud being reported, but again the

Act is not explicit in this regard, leaving it open to an inter-

pretation far broader than intended, or generally believed.

The Act’s allocation of the burden of proof, whether in admin-

istrative proceedings before the Department of Labor or in a

federal District Court, clearly favors the employee. Initially,

the employee must only prove that the protected activity was

“a contributing factor” in the unfavorable employment deci-

sion; the employee need not contend, or even prove, that his

or her protected activity was the only reason for the retalia-

tion, or even a significant reason. In addition, the language of

Sarbanes-Oxley suggests that the employee must prove this

part of his or her case “by a preponderance of the credible

evidence.” By contrast, the employer must demonstrate “by

clear and convincing evidence” that it would have taken the

same unfavorable action even in the absence of the protect-
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ed activity by the employee. Obviously, this is a much hard-

er burden to meet and forces the employer to “prove a nega-

tive”—namely that the activity of the employee played no role

in the employment decision.

In another highly significant provision, anyone intentionally

retaliating against an employee who provides truthful infor-

mation to a law enforcement officer relating to the commis-

sion or possible commission of “any Federal offense” is sub-

ject to a fine and/or imprisonment of not more than 10 years.

This is particularly important in the employment context,

because the Act specifically includes “interfering with the

lawful livelihood or employment of any person” as a type of

prohibited conduct. As a result, this new provision arguably

subjects individuals to criminal liability if they are involved in

a termination or other adverse employment decision related

to any of the broad range of federal crimes. Thus, it raises the

possibility that a supervisor who takes retaliatory steps

toward an employee reporting information about violation of

any federal criminal statute, not just employment-related mat-

ters, could face criminal charges and incarceration. Critically,

this Section is not, by its terms, limited to publicly held com-

panies but applies to any employee of any company who

brings forward information about the actual or possible com-

mission of a federal one.

In addition, Sarbanes-Oxley amends the existing witness

tampering statute and prohibits the destruction, alteration, or

concealment of any document with the intent to impair its

integrity or availability for use in an official proceeding.

Such conduct is punishable by fine and/or up to twenty

years of imprisonment and the statute is not limited to pub-

lic companies. Moreover, the Act bars the destruction or

alteration of documents, and also the falsification of docu-

ments or making of any false entry in a document. This sec-

tion is not limited to documents intended for use in an offi-

cial proceeding, but bars any act intended to impede,

obstruct or influence the “investigation of any matter within

the jurisdiction of any department or agency of the United

States or any bankruptcy case, or in relation or contempla-

tion of any such matter or case.” Again, the punishment is a

fine and/or imprisonment for up to twenty years.

Conceivably, this provision is broad enough to cover any

document which would be relevant to a wage and hour

audit or investigation, an investigation by OSHA, the EEOC,

or similar matters and certainly any proceeding in which

financial whistleblowing is in any way an issue.

In passing the Act, Congress also focused on a series of

issues dealing with executive compensation and pension

plans and reflecting its concern that members of manage-

ment were making large amounts of money while not ensur-

ing that their companies were meeting basic ethical standards

and in fact, reaping the benefits of questionable transactions

while undermining the well being of companies they were

hired to save.  Thus, the statute prohibits public companies

from making loans or arranging for loans or credit to be pro-

vided to any director or executive officer. The only exception

is for certain kinds of loans that the company makes avail-

able to the general public in the ordinary course of business,

such as home improvement loans, consumer credit, credit

cards, or extension of credit by a broker or dealer as permit-

ted under the Exchange Act. Loans in existence as of the

effective date of the Act are not affected, but they may not

be rolled over, extended, modified, or otherwise revised.

Many types of loans which had been common in executive

compensation, such as for relocation costs, extraordinary

expenses, or to purchase shares of company stock and split-

dollar life insurance plans are now barred.

Similarly, the Act provides that if a company is required to

restate its earnings because of noncompliance with financial

reporting requirements caused by misconduct, the chief

executive officer and chief financial officer must return to

the company either profits they made during the prior year

on the sale of the company’s stock, or their bonus or other

incentive or equity-based compensation during that period,

whichever is less. Littler has published extensively on the

workplace impact of Sarbanes-Oxley and what is required

for compliance. See The 2003 National Employer, Chapter

Two; “Employment Law Implications of Corporate

Responsibility Legislation,” Littler Mendelson ASAP, August

2002 and ABA Tort Trial and Insurance Practice Section

Committee News, Fall 2002

The new rules laid out by Sarbanes-Oxley and comparable

state legislation clearly represent a changed environment for

employers. However, and as discussed below, we do not view

them as the outer edge of the new rules of corporate behav-

ior. Instead, we see the spirit of Sarbanes-Oxley as a guidepost

to how companies can ensure ethical behavior by manage-

ment, and to win the trust of employees in that new level of

honesty. Moreover, surveys taken since Enron and the public

focus on the role of whistleblowers, show a strong anticipation

that whistle-blower claims will become more common.16

16 “Wake-Up Call, supra n. 13
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2. Retaliation Claims and Their Continued Growth.

Littler has been carefully monitoring the growth in retaliation

claims associated with employment law litigation. These

claims have continued to increase each year and now repre-

sent slightly more than 25 percent of the claims filed with the

EEOC.17 This federal trend has been mirrored in state claims

and state litigation. Clearly whistleblower claims represent a

form of retaliation cases, but these claims often arise through

specific statutes, have special damage provisions, and not

infrequently raise the specter of criminal prosecution.

Nonetheless, there is a close legal identify between a retalia-

tion claim and a whistleblower claim. Protective activity is

required, adverse employment action must be established,

and most important, a causal relationship must be proven

between the protected activity and the adverse action. See The

2003 National Employer, Section 54 (pp. 120-124).

Three more recent cases demonstrate the contexts in which

these claims are often made. In Ford v. General Motors Corp.,

an African-American quality inspector claimed that his two fel-

low inspectors, who were both Caucasians, were racist, and

wanted to make life unbearable for him, so that he would

quit.18 The plaintiff punched one of the Caucasian inspectors

during a heated altercation. The plaintiff was fired then rein-

stated following a union grievance. In between his termination

and reinstatement, the plaintiff filed a charge with the EEOC.

Following his reinstatement, he was told he was on a ‘last

chance’ status. He was bounced around from position to posi-

tion before eventually being returned to his original depart-

ment, albeit in a different capacity. With each position, the

plaintiff complained that he was set up to fail by his employ-

er because he was given too much work, and constantly scru-

tinized by members of management. The court held that the

plaintiff’s allegations were sufficient to survive summary judg-

ment because it was possible to infer that the employer over-

worked the plaintiff and over-scrutinized him in retaliation for

filing a charge of race discrimination with the EEOC five

months before being returned to his original department.

Second, a receptionist was permitted to proceed with her

retaliation claim against her former employer, based on evi-

dence that she received a lower pay raise and annual bonus

than she had been promised shortly after complaining about

inappropriate comments made by a company executive at a

holiday party. The receptionist alleged that one month before

the incident, she had been persuaded to stay at the company

by a manager who led her to believe that she would be given

a raise to $35,000 and a $10,000 bonus. A few weeks later, the

firm held its annual holiday party, which she attended.

Another manager, who had become very intoxicated,

approached her and began making sexually explicit remarks,

including telling her that he admired her breasts and thought

she could make more money working at Hooters. The fol-

lowing day, she reported the conduct. Later that day, she was

told her salary increase was only to $32,000, and her bonus,

$6,000. The court found that the close proximity of the events

suggested a causal link between the receptionist’s complaint

and her reduced raise and bonus.19 

Third, in Vadie v. Mississippi State University, the Fifth Circuit

ruled that a university faculty applicant could proceed with

his retaliation claim.20 The professor, who had a degree in

petroleum engineering, filed an EEOC charge claiming he

had been denied a transfer to the chemical engineering

department because of his national origin. Two years later,

he was again denied a position in the same department

because he did not possess a chemical engineering degree.

The court of appeals upheld a jury verdict finding retaliation;

after the professor filed his EEOC charge, the university

changed the qualifications for the position in the department

to require that applicants hold a degree the university knew

the professor did not possess.

One of the reasons that these claims can be so dangerous is

the willingness of a jury to make a compromise finding

against an employer. For example, if an employee claims

that they made a complaint of sexual harassment and after

an investigation, the employer terminated or took adverse

action against the complaining employee, the jury may be

persuaded that indeed the employer was not guilty of sexu-

al harassment, but clearly was offended and upset with the

plaintiff for the complaint.  Accordingly, a non-meritorious

claim becomes the “protected activity” used to explain the

later adverse action (such as termination) of the employee.

With the expected growth of whistleblower claims, it is only

reasonable to assume that more employees will qualify for

protection against retaliation. This will demand an increas-

ingly excellent investigation process under the direction of

17 Reported in “Charge Statistics FY 1992 Through FY 2002,”  available at http://eeoc.gov/stats/charges.html.
18 305 F.3d 545 (6th Cir. 2002).
19 Russ v. Van Scoyoc Assocs., Inc., 122 F.Supp.2d 29 (D.D.C. 2000).
20 218 F.3d 365 (5th Cir. 2000), cert. denied, 531 U.S. 1113 (2001)
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the Human Relations and Legal departments. When this

involves a top-level corporate representative, there may be

a strong basis for considering the use of an outside and

more impartial investigator. Several innovative strategies

exist for such corporate investigations. See Littler publica-

tion, Conducting Lawful Investigations, Lilly, Kevin and

Viera, Claudia (2002).

3. Workplace safety and violence. Another, and more dif-

ficult area in which employers need to demonstrate that

employees should trust them is the area of physical safety

and workplace violence. For obvious reasons, employees

want and indeed, need to believe that the companies for

which they work will do everything necessary to make sure

that they can conduct their jobs in safety and return home to

their families at night. They seek this protection not only

from the outside world, but also fellow employees whose

history shows that they are prone to violence or other unac-

ceptable behavior. The issue of safety covers a wide range of

topics, such as background checks, workplace violence, and

hiring of sex offenders, among others.

Littler predicts that 2003 and 2004 will likely experience one

of the most significant “trust” issues since the beginning of

the AIDS epidemic. Currently U.S. business in Asia is expe-

riencing the impact of the early stages of SARS. Several

workplaces have closed and others are quickly undertaking

protective activity. A review of the CDC web-site provides

information on SARS and recommended protective activity.

As cases increase in the U.S., each employee will eventually

ask the question of whether he or she can trust the employ-

er to take all the necessary protective measures. When will

the potential safety hazards rise to such a level that the

employer closes an operation or send employees home? It is

entirely possible that SARS will far exceed the war with Iraq

in its adverse impact on the American economy. How

employers and their Legal and HR departments respond to

this crisis may have as much impact on trust as any of the

other issues cited in this paper.

Turning to another workplace safety topic, in 2002, at least

twenty-six states passed new laws concerning criminal back-

ground checks of employees and prospective employees.21

They include laws:

� Requiring background checks on applicants and/or

employees in specified fields of employment;22

� Permitting background checks of applicants and/or

employees;23

� Requiring disclosure of criminal history for employment in

certain fields;24

� Codification of process for acquiring and reviewing crimi-

nal history background information in Delaware;25 and

� Amendments to the District of Columbia Health Care

Facilities Unlicensed Personnel Background Check Act of

1998.26

To ensure the safety of both employees and residents,

Minnesota enacted a law permitting residential treatment facil-

ities to disclose to a prospective employer the contents of an

employee’s personnel file, including acts of violence, theft,

harassment or illegal conduct. See BNA Daily Labor Report,

Special Edition, Minnesota, Ch. 396. Unless the disclosure is

fraudulent, no action may be brought against the employer

for disclosing this information. Id. The same Minnesota law

also made it possible, with the informed written consent of

the employee, for designated public or charter school officials

or administrators to release to a school district personnel data

related to documented violence toward or sexual contact with

a student. Id.

Protecting employees from violence from outside the work-

force is another priority. Prior to 2002, approximately fifteen

states already had laws protecting employees from stalking-

related workplace violence. See The 2002-2003 National

Employer, Ch. 26, §§ 857-59. In the last year, Indiana,

Kentucky, and Tennessee all joined this trend and passed

laws relating to protection of employees against stalkers.  For

example, in Indiana and Tennessee, an employer may now

21 Those states are: California, Colorado, Delaware, District of Columbia, Florida, Georgia, Illinois, Iowa, Kansas, Kentucky, Maryland, Massachusetts, Michigan, Minnesota,
Mississippi, Missouri, New Hampshire, New Jersey, New York, Oklahoma, Rhode Island, South Carolina, Tennessee, Utah, Virginia, and West Virginia.
22 See attached table—EXHIBIT A.
23 See attached table—EXHIBIT B.
24 Applicants in home, child, foster, community, and resident care, as well as banking and other professions must disclose. See BNA Daily Labor Report, Special Edition,
California, Chs. 627, 990. Employees of licensed health care facility must sign affidavit stating not convicted or guilty of specific offenses. See BNA Daily Labor Report, Special
Edition, Mississippi, Ch. 561.
25 See BNA Daily Labor Report, Special Edition, Delaware, Ch. 252.
26 Limitation placed on period in which criminal record would bar unlicensed person from employment in the health care field to the seven year preceding the background
check. See BNA Daily Labor Report, Special Edition, District of Columbia, Law 14-98.
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seek a temporary restraining order to prevent violent acts

against employees at the workplace.27 The Indiana law “cov-

ers such actions as following or stalking an employee to or

from the workplace; making telephone calls to an employee

while at work; and sending written and electronic correspon-

dence to an employee.”28 In Kentucky, the existing anti-stalk-

ing law was amended to provide that a restraining order may

bar a stalker from entering the place of employment of the

victim.29 Notably, however, as long as the defendant does not

have contact with the victim, the right of the defendant to

employment and to do business with the employer of the vic-

tim must be protected.

Other states enacted laws designed to protect those the

employee may contact while working. Hawaii,30 Oklahoma31

and South Carolina32 have all passed laws prohibiting or lim-

iting the employment of sex offenders in certain fields of

employment.

In addition to the enactment of laws that either prevent work-

place violence or relate indirectly to the prevention of such

violence, many states have enacted laws which promote the

safety and health of employees generally. These laws may

also indirectly relate to the prevention of workplace violence

by providing a sense of well-being and peace of mind to

employees in the workplace. For example, in Florida, New

York and South Dakota, laws were passed to prohibit smok-

ing in the workplace.33 The trend of states and municipalities

in curtailing smoking led the Occupational Health and Safety

Administration to withdraw a proposed standard which would

have banned smoking in virtually all workplaces.

Further, in response to the recent bioterror threats against

the United States, Delaware enacted a law prohibiting the

“permanent termination” of an employee as a result of iso-

lation or quarantine brought about by a bioterrorism attack

or communicable disease outbreak unless the individual

refused to be treated or caused the emergency. See BNA

Daily Labor Report, Special Edition, Delaware, Ch. 355. Other

laws presumably enacted in response to the recent terrorist

threats include a South Carolina law permitting employees of

wire or electronic communications services to disclose cer-

tain communications intercepted in the “normal course” of

their employment. See BNA Daily Labor Report, Special

Edition, South Carolina, Act 339. This law was established

under provisions of the new Homeland Security Act and is

foreseeably designed to ensure the safety of employees by

assisting government agencies in the capture of terrorist indi-

viduals. In addition, South Dakota has passed a law requir-

ing all airline employees to carry a state-issued photo identi-

fication badge. See BNA Daily Labor Report, Special Edition,

South Dakota, Ch. 217.

In addition, and though not directly relating to the preven-

tion of violence in the workplace, some states passed laws

in 2002, which were apparently designed to ensure the safe-

ty of existing and future employees in any setting. For

example, three states enacted laws protecting the privacy of

personal information of employees. In North Carolina, a

new law established an address confidentiality program

whereby “employee records of local board of education

employees who are victims of domestic violence, sexual

offenses, or stalking are not available for inspection and

must be redacted from any records released to the public.”

See BNA Daily Labor Report, Special Edition, North Carolina,

S.L. 2002-171.  In Oklahoma, a new law protects board

members, staff, and volunteers of certified domestic vio-

lence and sexual abuse programs from having their person-

al information disclosed as public information. See id. at

Oklahoma, Ch. 488. The Government Records Access and

Management Act of Utah was amended to restrict certain

records from public access, such as records which contain

social security numbers, marital status, and home address

and telephone numbers, in addition to performance evalu-

ations and other personal information such as race, religion,

or disabilities.34 See id. at Utah, Ch. 191. As with the

27 See BNA Daily Labor Report, Special Edition, Indiana, P.L. 133 and Tennessee, Ch. 541.
28 See BNA Daily Labor Report, Special Edition, Indiana, P.L. 133
29 Kentucky, Ch. 119.
30 Sex offenders are ineligible for employment in the state public library system. See BNA Daily Labor Report, Special Edition, Hawaii, Act 87.
31 “It is unlawful for registered sex offenders to work with children or on school premises, or for business contractors of schools and entities providing services to children to
knowingly employ offenders. It is also unlawful for any law enforcement agency to employ as a peace officer or criminal investigator anyone who has been found guilty or
pleaded nolo contendere to a sex offense.” See BNA Daily Labor Report, Special Edition, Oklahoma, Ch. 460.
32 Registered sex offenders working at institutions of higher learning must provide written notice within ten days of any change in employment or vocational status at a higher
education institution in  the state.” See BNA Daily Labor Report, Special Edition, South Carolina, Act 310.
33 See BNA Daily Labor Report, Special Edition, Florida, Amendment 6; South Dakota, Ch. 115 (existing law banning smoking in the workplace amended to define workplace,
and to include private residences used for day care); Littler Mendelson Library Bulletin 2002, New York, Int. 256-2002.
34 The Utah Government Records Access and Management Act as amended opens employee records to the public to the extent that the information is related to the business,
such as names, salaries, employment history, job qualifications. It does, however, also restrict access to disciplinary actions that are completed, where the period for appeal has
expired, or where the charges were sustained. See BNA Daily Labor Report, Special Edition, Utah, Ch. 191.
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Minnesota law below, under Utah’s law government agen-

cies and their employees are not liable for damages arising

from the disclosure of such information except under cer-

tain specified circumstances. See id.

In addition to the twenty-two states which had drug-testing

laws already on the books before the start of 2002,35 See The

2002-2003 National Employer, Ch. 25, §§ 816-833, there was

additional legislative activity in this area. Last year, six states

either enacted or amended36 existing drug testing laws per-

mitting, requiring, limiting, or criminalizing the defrauding of,

employee drug testing.37

The issue of physical safety and protection may not resonate

with the concept of trust in the same way that corporate

whistleblowing does, but protection of employees is a vivid

example of what employers must do to keep the confidence of

their employees. Particularly in these difficult times, no com-

pany can portray itself as a leader, or one meriting the efforts

and devotion of its employees, if it is not prepared to offer

them a workplace where they feel physically protected. Again,

we are not suggesting that these statutory requirements repre-

sent the extent of what an employer should do, but they make

clear that society has unmistakably raised the bar in this area.

4. Workplace Privacy. In the same sense that many employ-

ees view work as a second home, many employees have

come to expect the same type of privacy protections at work

that they enjoy at home. We routinely find when doing

employee training that at least one employee per session will

ask questions about the privacy of what she writes on “her”

email, meaning the company’s electronic system, or says on

“his” telephone, provided by the company. The fact is that the

dramatically increased concern about terrorism has derailed

what had been a significant amount of interest into areas such

as email and telephone monitoring, use of Web bugs and

cookies and other issues. Moreover, it effectively stopped the

momentum which had been building for the proposed Notice

of Electronic Monitoring Act, which would have required

employers to notify their employees once a year if the

employer was engaged in electronic monitoring and to dis-

close to employees how the fruits of electronic monitoring

would be used. Nonetheless, the question of workplace pri-

vacy remains a sensitive area.

The USA PATRIOT Act, passed in the wake of September 11,

expanded the federal government’s power to conduct elec-

tronic surveillance of, and investigations into, e-mail and

Internet communications. In particular, two provisions curtail

employee privacy rights. First, the statute expressly removes

voicemail from the protections of the Federal Wiretap Act.

While this change was intended to facilitate government

access to voicemail, the amendment significantly reduces an

employer’s exposure for unconsented-to review of an

employee’s voicemail. Prior to the enactment of the statute,

the Ninth Circuit had specifically held that voicemail was a

type of communication which could not be retrieved without

the consent of one of the parties. The USA PATRIOT Act

expressly deleted from the definition of “wire communica-

tion” the reference to the “electronic storage” of a wire com-

munication. Consequently, voicemail now is protected only

under the Stored Communications Act.

Second, the USA PATRIOT Act permits the Federal Bureau of

Investigation to obtain a court-issued subpoena in connection

with an investigation into international terrorism, command-

ing any business (as opposed to limited categories of busi-

nesses under prior law) to produce documents, records and

other tangible things. Given the nature of these applications,

there are no public records concerning the frequency or

scope of these subpoenas.

State law developments are not entirely consistent with the fed-

eral statute. In Delaware, employers must now notify employ-

ees if their use of the Internet, telephones, and e-mail is being

monitored. Moreover, in Utah, employers are now protected

35 Those with drug testing laws are: Alaska, Arizona, Connecticut, Hawaii, Idaho, Iowa, Louisiana, Maine, Maryland, Minnesota, Mississippi, Montana, Nebraska, North Carolina,
Oklahoma, Oregon, Puerto Rico, Rhode Island, Texas, Utah, Vermont. See The 2002-2003 National Employer, Ch. 25 §§ 818.1-18.21. There are also some local ordinances in
effect: The Berkeley Ordinance, The San Francisco Ordinance, and The Boulder Ordinance. See id. at §§ 819-19.3.
36 In the District of Columbia, the personnel law was amended temporarily to provide for mandatory drug testing of certain workers who serve children. See BNA Daily Labor
Report, Special Edition, District of Columbia, Law 14-164 and Act 14-310. Kansas amended its existing statute, which allows pre-employment testing for safety-sensitive posi-
tions and based on reasonable suspicion of illegal drug use by persons in certain positions, to allow such testing on employees who have access to certain secure facilities,
state parole officers, and in mental health institutions. See BNA Daily Labor Report, Special Edition, Kansas, Ch. 111. Maine also amended its statute to permit employers to test
an applicant’s urine or saliva through specified procedures. See id. at Maine, Ch. 556. In addition, Vermont made amendments to its law governing drug testing in the work-
place to cover such subjects as: requiring federal certification of specimen collectors, prohibition of use of employees as collectors, abolition of exemption for applicants living
more than 200 miles away and the requirement that test  be part of a comprehensive physical exam, requiring specimen collectors  to ensure anonymity of individuals provid-
ing samples, and requiring employers to retain medical review officers to review, evaluate, and discuss results with individuals being tested. See BNA Daily Labor Report,
Special Edition, Vermont, P.A.  92.
37 Massachusetts’ new law requires operators of amusement parks to establish policies prohibiting the use of illegal drugs and alcohol by employees, which may include pro-
grams for random testing. See BNA Daily Labor Report, Special Edition, Massachusetts, Ch. 44. In Michigan, applications for employment with the corrections department must
submit to a controlled substance test. See id. at Michigan, P.A. 524. New Jersey made the defrauding of the administration of a drug test, which is a condition of employment
or continued employment in certain specified professions, a third-degree crime. See id. at New Jersey, Ch. 60. For any non-specified type of employment, it is a fourth-degree
crime to defraud the administration of a drug test. See id.
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from liability if an employee sends an unsolicited commercial

e-mail or sexually explicit e-mail, as long as the employer has

a published policy forbidding such communications.

The issue of privacy is an enormously sensitive and tricky one

for employers. Clearly, they want to create and foster an envi-

ronment which conveys to employees the sense that they are

trusted and will not be spied upon. Certainly, for many employ-

ees, the sense that they are being treated as mature, responsible

adults who can be counted on to perform their tasks without

moment-by-moment checking is an important element of the

work atmosphere. However, the imperatives forced on employ-

ers by terrorism have forced employers to try to strike a balance

between giving employees latitude and protecting them, and

society at large, for larger and more dangerous forces.

5. Increased Protections for Workplace Benefits. Clearly, the

issue of financial confidence is paramount to most employees.

Employees understand that economic and market forces can

have adverse consequences on any company, particularly in

the uncertain economic conditions now prevailing. However,

they want to feel that they are not being placed in a position

of risk because upper-level management is protecting itself at

their expense. In fact, the aspect of the Enron situation which

provoked the greatest outcry was the devastation of employ-

ee pension plans and loss of benefits while senior managers

were protecting their own positions.

Congress, the Department of Labor and the Internal Revenue

Service have all responded to this sense of employee betray-

al and have done so in very different ways.  

Congress acted first, passing the Sarbanes-Oxley Act, which

among other things, outlawed certain sales of company stock

by executive officers and directors during any period when

the rank and file employees are prohibited from selling such

stock through the company’s 401(k) plan. Retirement plans

implement so-called “blackout periods” (at which time sales

of stock are often prohibited), on an account of a change in

the plan’s record keeper or trustee or a change in plan invest-

ment options. At first blush, it may appear incongruous and

illogical to foreclose the rights of executive officers and direc-

tors to sell their company stock just because 401(k) plan par-

ticipants cannot sell theirs. However, in an era of mistrust,

Congress, hearing the anger of constituents at perceived cor-

porate abuses, apparently did not mind using a very broad

brush to foreclose the rights of high-ranking corporate play-

ers to address the inappropriate actions of a few.  

This sense of mistrust also may have been a driver in the

Department of Labor’s amicus brief in the 2002 lawsuit

between former Enron employees and Enron and certain offi-

cers and directors thereof (Tittle v. Enron Corp., S.D. Texas).

In this lawsuit, the DOL asked the Court to hold high level

officers of Enron (the CEO and members of the Board of

Directors) personally liable for possible breaches of fiduciary

conduct (the continued offering of imprudent investments

through the retirement plan) committed by those they merely

appointed to positions of authority. The theory that the DOL

asked the court to adopt is that certain “appointing fiduciar-

ies” could be held liable for the actions of others even if they

had no knowledge of the breach themselves. The message

that the DOL is sending is clear. Since there is little trust

between employers and employees, there should be no trust

between the CEO/Board of Directors and those it appoints

who are lower on the corporate ladder. In a system without

trust, the individuals at the highest levels of a corporation

must actively monitor actions which in happier times could

have been safely delegated to others.

Another area where the breakdown of trust is of major con-

cern is the area of pension plan “conversions.” Since very

few companies can now boast of a workforce where

employees expect to spend their entire careers, traditional

pension plans (under which employees accrue the bulk of

the benefits at the end of a long career) are not necessarily

the best retirement vehicle. However, companies have been

very reluctant to change their plans to better provide for the

retirement needs of their workforce because in the current

environment, the objections of the relatively few, who may

“lose out” when a new plan is implemented, is permitted to

stifle new initiatives and management. When a company

announces that it is converting its pension plan, there is

often an immediate assumption that the conversion is being

done for cost control reasons rather than the provision of

optimal retirement benefits. The Internal Revenue Service

quite recently proposed regulations which would permit

conversions from traditional pension plans to cash balance

plans. However, after an onslaught of criticism, the Service

withdrew the proposed regulations (citing merely that “com-

ments submitted on the proposed . . . regulations have

raised serious concerns about their effect on cash balance

conversions”). It may now be some time before employers

can look to rethink their pension plans to best address the

legitimate needs of their current workforce.
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6. The State Legislative Explosion Attempting To Replace

Trust With New Laws. The public breakdown in trust trans-

lates into legislative action, especially within State legisla-

tures.  As already demonstrated under workplace safety, the

number of new laws and restrictions is daunting. This is

equally true in several areas, especially those associated with

a breakdown in trust. The State Supplements to The 2003

National Employer report on many of these changes.

Additionally, Littler publishes ASAP’s regarding several of

the most important legislative developments. Littler also

maintains many fifty-state surveys which compare and con-

trast laws regulating workplace activity from paycheck

requirements to whistleblower protections in various

industries. Many state whistleblower laws expanded pro-

tection for persons in the health care industry, including

Alaska, Florida, Maryland, New York, and Nevada. In

California, private petrol operators are now barred from

discharging, demoting, threatening, or in any manner dis-

criminating against whistleblower employees.  Georgia

expanded whistleblower protection to public providers of

mental health and developmental disabilities services; and

in Pennsylvania, sewage treatment plants, waterworks,

environmental laboratories may not discharge, threaten or

otherwise discriminate against a whistleblower.

To demonstrate the impact of the breakdown of trust, certain

laws are examined below.  These are not necessarily the most

important laws passed in 2002, but they are representative.

� Mandatory Leave For Victims Of Sexual Assault

In 2002, the California legislature amended the Labor Code to

prohibit employers from taking adverse employment action

against victims of sexual assault who take time off from work

as a result of the assault. (A.B. 2195) This bill cuts both ways

on the issue of trust in the workplace. It demonstrates the leg-

islature’s general distrust that employers will “do the right

thing” and allow victims of sexual assault much needed time

away from work to put their lives back together. However, the

legislature also turns the tables and recognizes the potential

for abuse of this leave by employees. Accordingly, use of this

leave is subject to certification through police report, court

order or medical documentation.

� Legislature Mandates Employee Access to Payroll Records.

In 2002, the California legislature passed a bill requiring

employers to comply with written or oral requests from

employees to inspect or copy payroll records within 21 cal-

endar days of the request. This bill demonstrates not only lack

of trust that employers will comply with employee requests to

view payroll records, but it evidences lack of trust on a more

general level. In passing this bill the legislature is emphasiz-

ing the importance of employee access to payroll records so

that they may police employers and increase employer

accountability. (A.B 2412.)

� Dram Shop Employees Offered Protection Money Can’t Buy.

In 2002, the Missouri legislature passed a bill dictating that a

dram shop employee may not be terminated for refusing to

sell alcohol to a customer who is visibly intoxicated. (H.B.

1532.) This is a classic example of legislation passed due lack

of trust that the employer will encourage socially responsible

behavior when it could potentially cut into its profits.

� Employees Cannot Be Monitored Without Notice.

In 2002, the Delaware legislature passed a bill that prohibits

employers from monitoring its employees phone conversa-

tions or email without prior written notice. (H.B. 539.) This

bill is a direct result of growing skepticism among employ-

ers that employees are not using business telephones and

computers in appropriate ways. This bill establishes what

the Delaware legislature feels are appropriate parameters of

employee monitoring, balancing the interests of the

employee and the employer.

� Nurses’ Discretion Given Weight By Legislature.

In 2002, the Minnesota legislature passed a law establishing

that no adverse action shall be taken against nurses who

refuse overtime if they do so to avoid jeopardizing patient

safety. (Senate File No. 2463.) Here, the Minnesota legislature

is demonstrating greater trust in the ability of nurses to deter-

mine when they can safely perform overtime than in the abil-

ity of healthcare employers to decide the same.

� Environmental Laboratory Workers Encouraged To Report

Violations Of State Environmental Laws.

In 2002, the Pennsylvania legislature passed a law protecting

employees of environmental laboratories who reported per-

ceived violations of state environmental laws. (H.B. 2044.)

This legislation demonstrates a generally recognized principal

that absent legislation protecting “whistleblowing” employees,

employers cannot be trusted not to take adverse action

against employees who call to light violations of law and

other improprieties engaged in by companies.
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� No Drinking and Riding.

In 2002, the Massachusetts legislature passed a law mandating

that Amusement Park employers establish personnel policies

prohibiting the use of drug and alcohol by its employees.

The Legislature went as far as to permit implementation of

policies which use random drug and alcohol testing. (H.B.

3529.) This law illustrates that in positions involving public

safety employees are not to be trusted, even if an employer

would otherwise be trusting of them.

� Harsh Civil Penalties For Failure To Report Deaths.

In 2002, the California legislature added a section to the

Health and Safety Code which provided for, among other

things, a penalty of not less than $5,000 for an employer's fail-

ure to report a serious injury or death to the California

Division of Health and Safety. (A.B. 2837.) This law demon-

strates the California legislature’s belief that absent severe

consequences, employers cannot be trusted to report serious

accidents, even though by doing so they may be preventing

future accidents and promoting safe working conditions for

their employees.

� No Mandatory Use of Sick Leave For Jury Duty

In 2002, the Oklahoma legislature passed a law which pre-

vents retaliation against employees for jury duty and imposes

a fine of up to $5,000 against employers which force an

employee to use sick leave or vacation leave when on jury

duty. (Ch. 134.) This law demonstrates the Oklahoma legisla-

ture's belief that employers cannot be trusted to respect the

civil obligations of its employees without fear of penalty.

Having established the six areas of employment law most

impacted by the breakdown in trust, it is necessary to focus

on what can be done to improve the situation. Beyond the

simple advice of adopting a plan for legal compliance, Littler

has worked on several possible solutions. These solutions are

not exhaustive, but provide an excellent device for fashioning

a strategic response to protecting and rebuilding the status of

being a trusted employer. The legal, ethical, and economic

rewards for this activity are potentially one of your organiza-

tion’s greatest assets.
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P a r t  T w o :
R E M A K I N G  O F  T H E  T R U S T E D

E M P L O Y E R :  T H E  R O A D  B A C K —

S I X  P R A C T I C A L  S O L U T I O N S  F O R

E N G I N E E R I N G  L E G A L  C O M P L I A N C E

A N D  R E G A I N I N G  E M P L O Y E E

C O N F I D E N C E

Reestablishing a trust relationship with employees after the

recent and continuing flood of corporate financial scandals,

bankruptcies of major companies, and the nation’s economic

downturn is not an easy task or one which can be accom-

plished quickly. No magic tricks or slick gimmicks can restore

“trusted employer” status in the near term. Legal compliance

with the onslaught of new legislation, regulations and federal

and state employment laws is daunting and given the devel-

opments of the last few years, mere compliance by itself is not

enough to change employees’ perceptions of their employers.

However, although the challenges have created a climate of

employee distrust, there is a basis for hope for employers

willing to recognize the problem and take affirmative steps to

rectify the situation. As the CEO of PriceWaterhouseCoopers,

Samuel A. DiPiazza, Jr., states in his recent book, Building

Public Trust, “Crisis is opportunity.” We, as employers, should

seize the opportunity to learn the lessons about employee

mistrust which have affected our nation and take the steps

necessary to regain that trust.

The reason for taking decisive action is as simple as the fun-

damental reason for business activity—the return on invest-

ment. The challenges identified here, borne out by national

studies, demonstrate that the majority of employees distrust

corporations generally and have diminished confidence in their

own employers. The impact of highly publicized legal and eth-

ical violations is causing even the most loyal employees to

wonder who they can trust. This is a problem because studies

demonstrate that aside from issues of legal exposure and bad

public and customer relations, there exists a direct connection

between the lack of employee trust and company performance.

Low trust and reduced productivity in turn can produce a rise

in turnover, cynicism, lack of initiative and a huge increase in

litigation costs. It is a self-perpetuating cycle, but one which

can be eradicated by organizations which are prepared to

acknowledge the problem and take corrective measures, even

when they have not been directly implicated in misconduct.

These are the critical reasons why employers in 2003 need to

develop and implement strategic solutions to the problem.

We all are keenly aware of the high cost of defending lawsuits

alleging that an employer has failed to comply with applica-

ble laws, even when the case has no merit.  Similarly, the lack

of employee trust can have a huge financial price.  According

to Watson Wyatt’s Workforce USA 2002 Survey, the three-year

total return to shareholders is almost three times lower in com-

panies with low trust levels among employees than in com-

panies with high trust levels. These are numbers that man-

agement cannot afford to ignore.

To maintain or regain “trusted employer” status, employers

should consider incorporating the following strategic solu-

tions, and view them not just as part of an employment law

compliance program, but as a central element of the business

plan and central to your company’s return on investment.

“Those organizations that have high employee engagement,

which is driven by trust, have higher revenue growth, lower

costs of goods sold, and lower sales and advertisement

expenses.”38 The economic benefits gained by investing in

legal compliance alone justify an investment in strategic solu-

tions.  Addressing the issues of trust and formalizing solutions

for regaining employee trust are not only “doing the right

thing,” but can also generate better business results.

As we examine the following six strategic solutions, we urge

employers to consider a 3-level approach:

Level 1—The Foundation—What is legally required to achieve

compliance with employment laws?

Level II—The Model—What are the Best Practices? What are

the successful leaders in your industry doing to reestablish

trust while complying with the law? What strategies really

work to effect change?

Level III—The Vision—Unique Solutions. What will best work

within your company to respond to the unique issues and

visions that your company may have regarding trust and legal

compliance?

38 Rebuilding Employee Trust by Shari Caudron, Workforce, October 2002.

Unique Solutions

Best Practices

Legal Compliance
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The guiding principle is that to begin to regain employee

trust, companies must go beyond legal compliance and adopt

innovative strategies which can recapture and rebuild

employee confidence over the long haul. We propose a series

of measures designed to restore companies to an improved

relationship with their employees and a position of esteem in

their industry and the business world generally, with the ulti-

mate goal of driving financial success.

A .  S o l u t i o n  O n e :   R e d e f i n i n g  C o r p o r a t e

C u l t u r e — F o c u s  o n  N e w  P r i o r i t i e s

To be successful in regaining employee confidence in an age

of declining trust and increasing cynicism, a company needs to

reexamine and redefine the very essence of its corporate cul-

ture. This is a long-term, conscious decision-making process

which may often be complicated by events outside the control

of your company. Again, there is no magic wand and no uni-

versal formula which works for every organization. However,

what is clear is that the process must be thorough and must

entail an overall examination of the enterprise; a series of

piecemeal decisions to address isolated problems will not suf-

fice and is more likely to be seen as window-dressing.

1. Reestablishing Trust From The Top Down.

If your company is serious about moving in the right direc-

tion to reestablish a social contract of trust with employees, it

has to start at the top and declare trust to be a significant cor-

porate priority. Just a little over two weeks ago, in remarks

prepared for an awards dinner hosted by the International

Financial Law Review, SEC Commissioner Paul S. Atkins stat-

ed, “A lesson from the recent corporate failures in America is

the importance of corporate culture and what we call the

‘tone from the top.’ A CEO’s tolerance or lack of tolerance of

ethical misdeeds and a CEO’s philosophy of business conveys

a great deal throughout the organization.” While words and

symbolic gestures alone will not achieve trust, they are a very

important starting point. A company serious about addressing

this problem must make the commitment to trust an overall

internal mission, not merely a knee-jerk reaction to “fix” ben-

efits policies or address safety issues at a specific plant.

2. The Need For A Code Of Ethics.

What does an employer need to do to be legally compliant?

There is no legal requirement that a corporation establish a

“new corporate culture.” However, and by way of example,

the Sarbanes-Oxley Act, by mandating new legal standards for

publicly traded companies, has raised the bar of conduct for

non-public companies, and especially those which seek to be

viewed as leaders in this regard. Given the extensive require-

ments of Sarbanes-Oxley, the prevalence of state regulations in

this area, and the common law theories which continue to be

offered and tested in the courts, it is a distinct risk for a com-

pany of virtually any size to not have a code of ethics in place.

Whistleblower lawsuits are one of the most rapidly growing

areas of employment litigation. Imagine the potential result—

imagine the arguments a plaintiff’s lawyer will make to a

jury—when a company is sued for anti-whistleblowing retali-

ation and has no mission statement, no code of ethics, and no

code of conduct in place as a definition of its values and the

types of behavior it will not tolerate. Following the extensive

media coverage of, and negative publicity for, companies

such as Enron, Tyco, WorldCom, Global Crossing, and now

Royal Ahold and HealthSouth, no company should relish the

prospect of standing before a jury without having in place a

code of conduct which declares various forms of unethical

conduct as contrary to its core principles. By contrast, a cur-

rent, state-of-the-art policy statement of ethics and procedures

can be a valuable first step toward making ethics a reality in

your company. Top-level executives, legal counsel and

human resources leaders must make it a non-negotiable pri-

ority to examine and, where necessary, reinvent corporate

culture to make ethics and maintaining employee trust a cen-

terpiece, both to achieve legal compliance and to help finan-

cial performance.

3. Redefining Corporate Priorities.

To reach this goal, we must ask what the company’s rede-

fined priorities actually are? In his provocative book,

Building Public Trust, Mr. DiPiazza provides an innovative

framework to assist in the redefinition of corporate culture.

Although his book focuses on the accounting world, the the-

ories apply with equal force in the employment arena. Mr.

DiPiazza focuses on the importance of creating a “culture of

accountability.” This concept is critical, and cannot work

without a commitment from the top. Simply put, manage-

ment must accept the responsibility to live by the words of

the “new corporate culture.” Corporate leaders must make

the necessary adjustments to what Commissioner Atkins

called “the tone from the top” and prioritize accountability as

a critical part of corporate culture.

Mr. DiPiazza next discusses the critical importance of the

“spirit of transparency” as a means of establishing public trust.

Again, his model, based on the accounting firm concept, is
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fully applicable in the employment context. Employees want

information. They need information to be able to make deci-

sions for themselves and feel empowered, whether it con-

cerns their pension plans, safety issues, the viability of the

business, or anything else that they deem relevant.

Companies must strive to make information available to

employees and proclaim transparency as a key part of the

new corporate culture.

Studies show that companies which maintain a culture of

honesty and integrity, and put those values into action, are

more productive and financially successful and tend to com-

mand greater respect from employees and the public.

Perhaps the best known example was the forthrightness and

integrity with which Johnson & Johnson handled the Tylenol

tampering crisis of 1982, but it does not take a dilemma of

that magnitude to elicit corporate transparency and honesty.

However, any such effort must start from the top. The integri-

ty of the leaders themselves is critical and should be support-

ed by unequivocal statements of the corporation’s desire to

meet or exceed applicable legal standards. Many corporations

now feature a code of conduct and/or ethics and these doc-

uments vary widely in format and content. Some are one-

page statements of basic tenets, intending to provide overar-

ching principles to guide employees in their dealings with

each other, with customers, regulators, and with anyone else

with whom they come into contact by virtue of their employ-

ment. Others are long, formal and detailed, and contain spe-

cific guidance on a wide range of issues.

We believe that there are a few fundamental rules for suc-

cessful establishment and implementation of any such code.

First, unless it has the commitment of executives at the high-

est level of the company, it will be ignored. Upper manage-

ment must be directly and visibly involved in the creation and

updating of any code of ethics.

Second, and by the same token, the code must be the prod-

uct of a collaborative effort within the company. Different

segments of any organizations-legal, regulatory, human

resources, external affairs, customer relations and others-have

different and equally valid perspectives on the organization

and its needs, strengths and weaknesses. If the code is ulti-

mately to have any value, it must reflect the contribution of a

wide range of viewpoints within the company.

Third, encouraging employees to come forth and report com-

plaints must be an essential component of the code and

indeed of a reexamined corporate culture. The announcement

of the company’s values has no real value, and will be so

treated, if employees do not feel free to come forward when

they see that those standards are not being met. No company

wanting to be seen as trustworthy can afford to ignore the

steps necessary to foster this climate.

4. Destroying The “Tattler” Stereotype As Part Of

Creating A New Corporate Culture.

Companies must reexamine how their culture addresses the

“tattler” stereotype and this issue provides a vivid example of

the choice that a company has in going beyond mere com-

pliance. The fear of retaliation, of being fired, or ostracism for

being labeled a “rat,” has created a culture in which com-

plaints about conduct at work were strongly discouraged.

Indeed, the patchwork of state and federal whistleblower

laws that exist give widely varying levels of protection, and

sometimes no protection at all, to employees who came for-

ward with their concerns. However, companies seeking to go

beyond what the law requires have implemented anti-retalia-

tion policies for those courageous enough to step forward,

and such policies are a first step toward addressing these

fears. The development of federal and state laws protecting

those who complain, and penalizing employers who retaliate

against persons who come forward, make it necessary for

employers to examine and redefine their corporate culture

regarding individuals who report wrongdoing.

The media has certainly assisted in bolstering this trend by

lionizing whistleblowers, most vividly demonstrated by Time

Magazine’s designating as 2002’s “Person of the Year” the

women who spoke out at WorldCom, Enron and the FBI. Of

course, this does not mean that every employee who comes

forward is pure of heart and motive. Just as with discrimina-

tion claims, there will always be employees who see fraud or

cover-up at every turn, or as a convenient excuse for their

own poor performance or bad reviews, and will try to appro-

priate the whistleblower’s mantle to protect their job or obtain

an undeserved financial settlement. This is why an active,

well-run and internally respected human resources depart-

ment, supported by inside and/or outside counsel, is critical.

Bad claims need to be weeded out quickly and good claims

need to be dealt with just as quickly. A problem which is

allowed to fester, or even worse, a sense that something is

being covered up, is corrosive and potentially fatal to any

sense of employee trust.

To the contrary, on a “corporate culture” level, the company

must accept the notion that reporting of problems by employ-
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ees is a positive sign. Employees, who do not care about their

company, its performance or its future, or their role in it, will

rarely come forward. Instead, they will ignore problems, or

even worse, try to figure out ways to beat the system them-

selves. Employees who care enough to take the time and

effort to come forward, and expose themselves to what many

will perceive as a career risk by reporting improper conduct,

are a core constituency in a company and need to be nur-

tured, not treated dismissively.

5. A Practical Tool For Changing Managers’ Views On

The Role And Value Of “Whistleblowers.”

It is not easy to change the way the organization looks at an

employee who reports misconduct. Many of these employees

are not sincere and find this a convenient cover for their

weak performance. However, how can the organization

change the way we see someone who provided the valuable

service of exposing prohibited conduct such that it can be

addressed. Consider the use of this example as a learning

device for managers:

Mrs. M. worked as a nurse in a local hospital. She did not

have the best relationship with the hospital management. In

late March 2003, her husband, a 32-year-old attorney, came to

the hospital to pick her up and was distracted by the way one

of the patients was being treated. He observed the extremely

sick patient lying in a bed bandaged and with a white blan-

ket. He then noticed that the attendant was handling her in a

very unprofessional manner. Mr. M. decided to do something

about it. Although he practiced law, he did not consider filing

a lawsuit. Only briefly did he consider reporting the situation

to the hospital management, and then he decided this would

be futile. Mr. M. went to the bedside of the woman patient

and said “Don’t worry, don’t worry.” He and his wife then

decided they would become whistleblowers. It never crossed

their minds that this decision could be worth a great deal of

money to them or support a claim under the Fraudulent

Claims Act. Instead, they reported the situation to government

authorities. Both Mr. M. and his wife were interviewed sever-

al times and even asked to go back to the hospital and get

more information. Finally, the government authorities deter-

mined the complaints to be credible and they sent in a team

to assess the situation and transfer the patent to another hos-

pital. Severe sanctions were taken against those in the hospi-

tal who were responsible.

Clearly there was a total breakdown of trust in this workplace.

How do we feel about Mr. and Mrs. M? Were they good citi-

zens or traitors? Why did they not go to the hospital manage-

ment? Mrs. M had been told repeatedly if there was a prob-

lem at the hospital she could bring it to management. There

were dozens of other employees and even law enforcement

officials who had seen the same conditions in the hospital, yet

they did nothing. What is necessary to distinguish between an

act of treason (being a tattletale) and one of heroism?

The answer is found in the core values of the institutions

involved and in the society as a whole. Some of these values

are so strong that they transcend nationalities, religions, and

national boarders. Now for the rest of the story. The husband

in our very real story is Mohammed and the woman he saw

being abused was in a hospital in Iraq. She was a 19-year-old

soldier, Jessica Lynch. The government authorities were the

U.S. Marines and their extraction team was made up of Special

Forces. In our culture and with our values, Mohammed and his

wife acted with uncommon courage and recognition of some

of the most basic and important human values.  Mohammed

gave up the life he knew for someone he barely knew; yet he

expressed no doubts about his decision.  “She would not have

lived,” he said simply. “It was very important.” (Story based on

Washington Post reporter Peter Baker's article reprinted in the

April 4, 2003 San Francisco Chronicle, W7.)

We may not think of this behavior as whistleblowing,

although it is a vivid example of precisely that type of behav-

ior. On a human level, we overwhelmingly identify with the

values being expressed, but it is worth asking how many of

us in identical circumstances would have risked our lives and

the lives of our family members to redress this wrong. If a set

of deeply held values is truly honored in one’s workplace,

would we not want an employee observing potentially crim-

inal conduct to report it?

Why has it taken so long for employers to have a similar

recognition of those who decide to become whistleblowers?

The answer is not the lack of core values or a disregard of

their importance. It most likely comes from a learned skepti-

cism of the real motives of those who report misconduct. The

reports are normally offensive and often come from those

who have lost their personal credibility in the workplace. It is

not uncommon in these cases to see a poor performer, per-

haps one who is nearing termination, suddenly to have an

epiphany and risk becoming a “martyr for truth.” It is often

easy to believe that the marginal employee was coached by

counsel to report sexual harassment or fraud in the shipping

department as a means of being placed in a legally protected
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category and charging that any discipline thereafter resulted

from the complaint rather than the poor performance.

6. Visionary Concepts. As Mr. DiPiazza pointed out, a com-

pany can aspire to any of three levels of activity insofar as

corporate ethics go. In the accounting firm context, the first is

generally accepted accounting principles, the corporate law

equivalent of doing what you have to do but no more.

Obviously, by meeting the accounting standards, the account-

ing firm will probably be immune from criticism or lawsuits,

but will also probably never be a source of inspiration to its

employees, clients or the industry. Employers outside regulat-

ed fields such as accounting or law are very much the same.

It is possible for a company to decide that, in its tenor and

dealings with employees, it will do everything it needs to do,

no more or no less. This is, of course, a legitimate choice and

a company doing so will find itself generally above criticism,

but it will have great difficulty motivating employees to do

more, be productive, or otherwise give the extra effort that

will separate it from the competition.

The second level that DiPiazza proposes is that of specific

industry standards. A company in this tier looks to what oth-

ers in the same field are doing and models itself accordingly,

even if that requires greater effort, disclosure or detail in

reporting than legal requirements. Similarly, non-regulated

companies may decide that they should find and model them-

selves after comparators, whether from the same industry,

from companies of similar size or sales volume, or the same

geographic region. Leaders of companies which follow this

path undertake an extra effort and expect more from their

employees, but by the same token, make known that they

expect more of themselves and can legitimately hope that

their efforts will meet with tangible rewards.

The final level of company behavior described by Mr. DiPiazza

is “best practices,” in which companies strive to be the leaders

that other firms imitate. Companies in this category accept a

higher burden and, in truth, the benefits may not always be

easy to see or quantify. For example, companies with proac-

tive human resources departments and advanced employee

practices are less likely to be sued, but it is difficult to attach

a financial value to the lawsuit which is never brought.

Thus, the decision of the type of corporate culture a compa-

ny wants to pursue and develop entails a certain amount of

strategy and soul-searching, and even a measure of faith. Mr.

DiPiazza’s book suggests a useful method for attempting to

quantify these “soft” gains, but it is clear that no hard and fast

formula has been developed in this regard. However, as the

Watson Wyatt survey confirms, there is a connection

between the level of corporate behavior, and both employ-

ee trust and the financial performance of the company. The

type of culture that a company decides to develop, and

where it sees itself in the DiPiazza three-tier system, will

help determine its practices and the type of relationship it

will nurture with its employees.

B .  S o l u t i o n  T w o :  T h e  C r i t i c a l  L i n k - B u i l d i n g

M o r e  E f f e c t i v e  C o m m u n i c a t i o n  P r o c e s s e s

From all levels and from every angle, effective communica-

tion in any company is the critical link for regaining employ-

ee trust. “Communication drives trust.”39 From a solutions

standpoint, your company can have the most perfect corpo-

rate culture statement or intent, but it becomes worthless if it

is not effectively communicated to your employees. Almost

every new piece of legislative action identified in this paper,

and discussed throughout this conference, whether dealing

with whistleblower protection, privacy protections, safety and

antiviolence protections, retaliation, benefits or everything

else, mandates effective communication and disclosure strate-

gies. The critical link in rebuilding trust relationships is “effec-

tive communication.”

This sounds almost stereotypically easy. However, and sur-

prisingly, communication is in many ways the biggest chal-

lenge facing employers today. Employees want information

and can see through efforts to “spin” information, company

policy, bad financial news and the rest. According to the

Watson Wyatt survey, companies with high levels of trust

communicate both good and bad news and do so effectively.

High-trust companies spend time and effort to learn how best

to communicate information.

1. Level I-Foundation:  What is legally required to be

communicated?

Many of the new laws and legislature require “communica-

tion” to employees, raising communication to employees from

a fuzzy, feel-good concept to a legal requirement.

a. S a r b a n e s - O x l e y . This legislation was designed prima-

rily to address accounting practices and corporate disclosure,

but has significant impact on employment and human

resources issues. Section 301 of Sarbanes-Oxley requires that

employees of public companies be notified that they have a

right to bring to the attention of the company’s audit commit-

tee any complaints regarding accounting, internal accounting

39 Rebuilding Employee Trust by Shari Caudron, Workforce Magazine.
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controls or auditing matters. Most manuals state generally that

employees’ questions about company rules or policies, or

complaints about violations of the company’s rules, may be

discussed with management. However, we recommend that

the handbook specifically designate “questions or complaints

regarding accounting, internal accounting control or auditing

matters” as issues that can be raised to the audit committee of

publicly traded companies, or to the Chief Financial Officer of

privately held firms, as well as to the designated human

resources officer to whom claims of discrimination, harass-

ment and the like would be raised.

Sarbanes-Oxley also requires that a public company’s audit

committee establish procedures by which employees of pub-

licly held firms can submit to the audit committee confiden-

tial, anonymous submissions of concerns regarding question-

able accounting or auditing matters. We believe that the poli-

cy should state explicitly that employees can bring such mat-

ters to the audit committee, either identifying themselves as

the source of the concern or complaint, or anonymously and

confidentially, and that their submission will be treated seri-

ously regardless of the manner of submission. It is also impor-

tant that the policy state that all such submissions will be

promptly and thoroughly investigated, that the company will

take corrective action as it deems necessary, that employees

are required to cooperate in any such investigation, and that

this protection is available only to employees who make com-

plaints honestly and in good faith. Assuming that the compa-

ny has similar provisions covering the treatment of discrimi-

nation and harassment claims, it should not be difficult either

(a) to incorporate financial whistleblowing into the appropri-

ate sections; or (b) to write a new section on this topic specif-

ically for financial whistleblowing. The more clearly written

the company’s policy is in this regard, the more it demon-

strates a commitment and aspiration to being more than a

“legal compliance” company, but rather an “industry stan-

dard” or “best practices” enterprise.

Section 806 of Sarbanes-Oxley prohibits retaliation against

whistleblowers, and specifically prohibits discharge, demo-

tion, suspension, threats, harassment or any other type of dis-

crimination against an employee who engages in this type of

conduct. Section 1107 expands on this prohibition by noting

that anyone who knowingly interferes with the lawful

employment of any person because that person reported the

actual or possible commission of any federal offense to law

enforcement official is subject to a fine and/or incarceration.

Policies should contain a provision such as:

Retaliation against any employee as a result of his or her

bringing forward, in good faith, any questions, concerns or

complaints about accounting or auditing matters, recording of

information, record retention, or any other activity in any way

concerning the honesty and integrity of the company’s oper-

ations is strictly prohibited. Similarly, retaliation is prohibited

against any employee who provides accurate information to

any law enforcement agency about the actual or possible

commission of any federal offense by the company or by any

of its employees. Any employee who feels that he or she has

been retaliated against or threatened with retaliation for these

reasons should report the matter immediately to senior man-

agers or, if it concerns questionable accounting or auditing

matters, to the audit committee, either as a signed complaint

or on an anonymous, confidential basis. All such complaints

will be promptly and thoroughly investigated and the compa-

ny reserves the right to take corrective and disciplinary action

as it deems fit, which may include suspension or dismissal of

any employee found to have engaged in or threatening to

engage in retaliation.

Advising employees that they can come forward to the audit

committee for retaliation claims is not required by Sarbanes-

Oxley, but again, it signifies a commitment to going beyond

legal requirements. We recognize that these policies run the

risk of increasing the number of complaints and placing an

additional and perhaps significant load on the human

resources department and/or the audit committee. Our sur-

mise is that what may be an initial burst of activity will not

continue, particularly as employees come to understand that

the system is open to their concerns.

b. H I PA A The new Health Insurance Portability and

Accountability Act (“HIPAA”) provides privacy protections for

health information. Communication requirements lie at the

core of HIPAA compliance. HIPAA mandates all health plans

and healthcare providers do the following: 

� Establish privacy policies; 

� Limit the use and disclosure of Protected Health

Information; 

� Establish a complaint mechanism; and

� Notice and description of concerned entity's use and dis-

closure protection.

And while HIPAA is aimed primarily at health care providers

and insurers, it also significantly impacts any employer that

administers health benefits. See The National Employer § 125,

§ 423, § 423.3, § 77, § 119.1 and § 229.4 for more detail.
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c. Wo r k p l a c e  S a f e t y  a n d  V i o l e n c e  P r e v e n t i o n .

Similarly, new rules concerning the physical protection of

employees, as fundamental an aspect of the element of trust

as can be imagined, place communication and disclosure in a

central position. OSHA requires employers to understand

safety hazards and to communicate information about these

hazards to their employees. OSHA also contains specific train-

ing requirements. See The National Employer, Chapter § 27 for

specific detail. Of course, how fully and how clearly employ-

ers make the required disclosures is a signal of their honesty

to the employees, and as a result, these requirements should

be viewed not merely as a duty, but as an opportunity for

employers to establish themselves as straightforward and hon-

est, particularly when dealing with sensitive subjects.

With regard to workplace violence protection, at least 26

states have passed new laws concerning criminal background

checks of employees and prospective employees. In this

regard, employers must be aware of their specific compliance

requirements, which often vary from state to state and by

industry. Employers aspiring to the mere compliance level

will implement these rules, as they must, but employers hold-

ing themselves to a higher standard may want to consider

proactive statements to the existing workforce and explain the

new steps and how it will enable them to provide a safer

workplace. These rules are discussed in Chapter § 29 of the

Employer. Employers need to be aware of the communication

and disclosure requirements of the Fair Credit Reporting Act

(“FCRA”) that often apply.

d. B e n e f i t s  P r o t e c t i o n . Here, too, employers face new

requirements and the obligation to alert employees to the

changes imposed by law. For example, and in a clear effort to

reduce the chances that employee pension accounts are not

decimated in the same manner as was seen in the Enron deba-

cle, Sarbanes-Oxley mandates that any public company with a

pension plan must communicate to its employees before impos-

ing any blackout periods during which plan participants cannot

sell shares. Specifically, participants must be given at least thir-

ty days advance notice of blackout periods which affect at least

half of a public company’s plan participants for more than three

consecutive business days. In addition, all executive officers

must be required to comply with the same blackout period with

respect to company stock they hold outside the pension plan. 

To establish a sense of trust and fairness, employers must

explain these new rules to employees in plain English. It is

hardly a secret that pension plan documents are technical,

dry, and often mind-numbingly difficult to understand, a con-

dition caused by both the statute and regulations governing

the plans. It is of utmost importance that employees under-

stand these new rules and how they affect them, how they

affect members of senior management, and how they will

prevent granting a perceived advantage to management. If the

changes are clearly explained, it will go a long way to mak-

ing employees see that they and management are linked in

terms of how the plan runs and whatever investment risks

may exist. By contrast, absent a plain English document, these

changes will seem like another opaque document from the

corporate benefits group designed to fulfill legal requirements

and conceal what many suspect is the manner in which upper

echelon employees are using the system to their advantage.

In addition, if events or actions of the company affect man-

agement compensation, those too should be made clear and

available to all employees. For example, Sarbanes-Oxley man-

dates that in certain circumstances, when companies are

forced to restate earnings, the CEO and CFO must forfeit or

actually return bonus compensation received from the com-

pany. Even though such revelations may be embarrassing,

employees need to know that the law is being enforced, that

senior management is not immune from consequences and

again, that they are not the only ones harmed by financial

downturns or misconduct.

Not only is it important for the employer to communicate

policies to employees, it is essential that employees have a

way to communicate with employers and receive reliable and

clear information about the company. Just as it is important

for employees to have a process by which to complain

regarding harassment and discrimination, employees must

also have the same vehicle to complain about perceived retal-

iation and whistleblowing or raise concerns about subjects

they deem to be important.

Companies should consider communication tools such as

training, meetings and online tools, even personal accessibili-

ty of upper management, which create an atmosphere in

which employees feel comfortable stepping forward.  Hotlines

have been successful in many companies, but it is essential

that complaints are followed up on to avoid liability.

2. Level II-Taking the Next Step:  Will mere legal

compliance on communication procedures work to

instill trust?

Communication involves more than spreading the news via

written policy. If we accept the premise that communication

is a prime driver of trust and a productive environment is driv-

en by effective communication, the question becomes: “What

can a company do to achieve effective communication?”
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Consider the following as a means to reestablish more effec-

tive communication:

a. C r e a t e  a  “ r e a l ”  o p e n  d o o r  p o l i c y .  Most compa-

nies claim to have open door policies, but how many doors

of managers are really open?  Consider ways to improve upon

this essential step to allow employees a place to ask ques-

tions, obtain information and make complaints, if necessary. 

b. D e v e l o p  m o r e  e f f e c t i v e  c o m p l a i n t  p r o c e -

d u r e s . The establishment of complaint procedures is key

to many of the new laws and regulations. However, in order

for complaint procedures to be effective, employees must

believe that they are safe if they complain and will not suf-

fer retaliation in any way.

c. S p r e a d  i n f o r m a t i o n  a n d  d o  s o  f r e q u e n t l y . In

today’s Internet age, employees demand, crave and expect

information. Information is the norm and critically, is more

easily accessible than ever before. If you, as the employer,

attempt to hide information or present it in a sugar-coated or

opaque manner, there is a very good chance that an enter-

prising employee will find an Internet-aided manner to find it,

only fueling the suspicion that management has something to

hide. Companies should provide a high level of transparency

so employees are no longer left in the dark. Surveys reveal that

high-trust companies are communicators and freely dissemi-

nate good news and bad news with equal levels of candor.

d. A d v e r t i s e  t o  e m p l o y e e s  t h e  e f f o r t s  y o u r

c o m p a n y  i s  t a k i n g  t o  b e  l e g a l l y  c o m p l i a n t

a n d  e f f e c t  c h a n g e s . Do not rely on the rumor mill to

be the conduit of information about steps you are taking in

any important area of company activity. Take ownership of

the measures being implemented and let them be known.

3. Level III-Visionary Concepts

At this level, the employer needs to invent a way of building

trust through a communication process that is unique to itself

and its culture. One of the best ways of understanding the

potential power of this tool is to examine some successful

efforts from the past. When Chrysler was nearing insolvency,

its CEO, Lee Iacocca, became famous for accepting only one

dollar in compensation until the company turned a profit.

This communicated a message that top management was

totally committed to success and was willing to bet its entire

compensation on the outcome. Johnson & Johnson is focused

on its core values and communicates them through its famous

Credo (http://www.jnj.com/our_company/our_credo/index.htm).

Almost every part of the Company internalizes these values

and uses them in communicating and making daily decisions.  

Today, organizations have even more ways of individualizing

and branding their communications. Some possible innova-

tive approaches include: (a) customizing an on-line training

program regarding total workplace compliance, including

employment laws and legal ethics; (b) using the company

intranet as a way of encouraging employee communication

and involvement; (c) showing concern for what is important

to employees, such as a child-care center with a nanny-cam

allowing employees to check on their children throughout the

day;40 (d) communicating community concern with a program

allowing employees to take leaves of absence to perform

public service; and (e) using the power of the Internet to

announce and educate on new policies (see Cyber-Policy

from Employment Law Learning Technologies (ELT) as an

example of how to introduce a unique electronic usage poli-

cy while providing basic training on how the policies works).

The list is only limited by the corporate imagination and a

careful analysis of return on investment from the undertaking.

The bottom line is that protecting and restoring trust in the

workplace is good for business economically as well as morally. 

C .  S o l u t i o n  T h r e e :   M a k i n g  R e a l  C h a n g e s —

A v o i d  S u p e r f i c i a l  E f f o r t s

Newly enacted legislation and regulations require an over-

whelming number of procedures that a company must take

just to be in “legal compliance.” Human resources profes-

sionals and legal counsel face an enormous task trying to

absorb, understand and implement the requirements of

Sarbanes-Oxley, OSHA, HIPAA, OFCCP, PWBA, EEOC, FCRA

and others. (See Chapters 5, 9, 10, 11, 18, 24, 25, 27 and 28

for legal requirements of new legislation.) But the real ques-

tion remains, is implementing these legally required proce-

dures truly enough to effect change and rebuild trust in this

cynical environment?

The obvious answer, at least to us, is that it is not. This is your

challenge as employers. The minimum amount of required

change, covered up in nice language is not going to convince

employees, even those inclined to give a company the bene-

fit of the doubt. Actions speak louder than words.

Consider the following language from the ethics

code of a major corporation:

Employees . . . are charged with conducting their

business affairs in accordance with the highest ethi-

40 This is a current program Cisco Systems, Inc. and a few other high tech employers.
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cal standards. An employee shall not conduct himself

or herself in a manner which directly or indirectly

would be detrimental to the best interest of the com-

pany or in a manner which would bring the employ-

ee financial gain separately derived as a direct con-

sequence of his or her employment with the compa-

ny.  Moral as well as legal obligations must be ful-

filled, promptly, and in a manner which would

reflect positively on the company’s name.

This is powerful language, and represents a standard that any

company would be proud to adopt and have its employees

follow. By imposing this criterion for behavior on itself, this

company willingly sought to achieve a high level of corporate

ethics and announced to its employees that it expected them

to do likewise. It also placed itself in a degree of risk in that

it knew, or should have known, that failure by senior man-

agement to live up to this standard would harm trust levels

within with the company and generate a substantial amount

of distrust and skepticism. And, despite the risks, the compa-

ny elected to proceed with the statement as part of its guid-

ing philosophy.

Which company was it?

Enron.

This is a colorful example illustrating that words are simply

not enough. To reestablish trust, the employer must “walk the

talk.” How does a company implement change while trying to

establish employee trust?

Companies must recognize at this juncture that employee dis-

trust stems not just from such obvious corporate misbehavior

as fraud and misappropriation of funds, but it grows from less

obvious behavior, such as saying one thing and doing anoth-

er, forgetting promises, generating confusion or being less

than candid about market forces and how they affect the com-

pany's business prospects, both in the near and long-term.

Superficial efforts to regain trust will not work and if anything,

are likely to backfire. Having a fancy company picnic or put-

ting together a slick new code of ethics without an action plan

is sure disaster. Employees want to see change.

So how do employers “take real action?”

1. Hold employees accountable, starting from the top.

This is the core principle of Sarbanes-Oxley and the reason it

passed with virtually no opposition in either house of

Congress. Mere legal compliance will not be the best

approach and will be seen as on effort to avoid as many legal

responsibilities as possible. High-trust companies not only

reward high performers, but also hold poor performers

accountable. On March 7, 2003, The New York Times report-

ed that two high-level, high-producing investment bankers

were dismissed by Goldman Sachs shortly after an incident in

which each of them engaged in conduct which, from the

available descriptions, was inappropriate and insensitive at

best, and constituted sexual harassment at worst. The finan-

cial services industry has stereotypically been seen as too tol-

erant of such types of behavior. At least in this incident,

Goldman acted to send a very different message, one which

is much more likely to resonate with its employees than a

press release or public apology.

2. Follow through with commitments. When complaints

are brought to the attention of management, they must be

investigated and acted on. Thorough investigations are criti-

cal.  Importantly a “real” investigation will send the message

to employees that the company stands behind its commitment

to take complaints seriously. Whether it is a complaint of dis-

honest behavior, harassment, or a health hazard, the compa-

ny must stand behind its policies.

3. Go beyond checking the boxes. It is surely overwhelm-

ing for a company to have to learn and incorporate all the

new procedures and standards mandated by Sarbanes-Oxley,

HIPAA, and the like. However, in order to make real changes,

companies need to stand behind these procedures, explain

them to employees, and enforce them or there will be no

rebuilding of trust. No matter how perfect the anti-whistle-

blower policy is, if there is then retaliation, the trust is

breached. It is critical to establish early warning mechanisms

to prevent retaliation and avoid liability and destruction of

trust. Simply announcing the “new policy” is not enough.

Spend the upfront time training employees on the details of

the new changes.  Expand the effort to make employees com-

fortable by providing them the time to ask questions.

4. Demonstrate the company’s integrity. When a new

code of ethics is announced or a new policy is provided,

advise employees how the company intends to stand behind

it and then do so.

5. Prepare a policy and have a meeting letting employ-

ees know how it will work and that both they and the

company will be accountable. When a situation arises

where the company “does the right thing” in lieu of the easy

way out or the cheapest way, let employees know about it.
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41 See Employer Chap. 27.
42 See Employer Chap. 15 § 346.
43 Examples of legally required policies are employees’ rights according to Sarbanes-Oxley, HIPAA requires policies regarding employees’ right to privacy. State and Federal
case law virtually mandates anti-harassment policies. FMLA requires notice to employees.
44 Sarbanes-Oxley, EEOC guidelines, discrimination and harassment state and federal law.
45 See Employer Chap. 15, § 338, pg. 792, noting that after implementing a comprehensive employment law training program the State of Washington realized a 37% decrease
in employment litigation saving Washington State an estimated $2 million per year.

D .  S o l u t i o n  F o u r :   I n v e s t  I n  L e g a l

C o m p l i a n c e  a n d  B e y o n d .

Sarbanes-Oxley, HIPAA, OSHA, other federal regulations and

state laws have created an overwhelming number of require-

ments employers must implement in order to be in legal com-

pliance. Some of these statutes include mandatory audits.41

Several states require manager training in a variety of work-

place issues, such as anti-harassment, safety, anti-discrimina-

tion and affirmative action and disability.42 Federal regula-

tions, case law and state law mandate the written dissemina-

tion of information regarding employees’ rights,43 including

the disclosure of procedures whereby employees can regis-

ter complaints.44

These mandatory procedures appear to require the imposition

of corporate ethics from above, a step which may make the

company appear legally obedient, but nothing more. We pro-

pose that to make change effectively, employers should con-

sider going beyond a “checking the boxes” mentality and par-

ticipate in efforts to change behavior and regain employee

confidence. This effort involves demonstrating a commitment

not only to follow the law but also to address employee con-

cerns, disseminate information, outline roles and responsibil-

ities and other innovative practices. There is no better time

than the present for corporate investment of time, energy and

funds towards proactive programs. Organizations which have

made the effort have witnessed results.45

A fundamental element of rebuilding trust is providing infor-

mation. Another building block is outlining the rules for

employees so that employees understand what the rules are

and what responsibilities they bear in ensuring company com-

pliance with those policies and rules. In an effort to rebuild

trust, think about creating or revamping policies for employ-

ees which (a) address their concerns, and (b) provide ade-

quate notice for employees about the rules.

For example, a high priority concern of employees in recent

years has been safety. OSHA has specific standards outlining

when information about safety hazards in the workplace must

be distributed to employees, but consider policies that go

beyond the OSHA requirements. For example:

(a) Implement and communicate strategies for emer-

gency response, including terrorist attacks.

(b) Implement and draft policies regarding cell phones,

instructing employees not to use cell phones while

driving.

(c) Implement and communicate policy background

checks being used for new and prospective employees.

Employees need to have the security of knowing that

people around them have been checked to some

meaningful degree and are likely to appreciate efforts

in that regard. Although many states require certain lev-

els of background checks for people hired in certain

positions in which trust or safety is a concerned, com-

panies should consider going beyond those required

levels. The background checks need not be extensive;

for example, even a rule that two references for each

prospective employee will be verified is worth consid-

ering. This, and other steps, will help inform employ-

ees that the company is trying to ensure that it is

screening out potentially dangerous employees.

Employees also want to know the rules of the game before it is

played. What are the standards of conduct for which they will

be held accountable? High-trust companies give this information

to employees up front. High-trust companies do a good job of

communicating the company's business goals and objectives

and explaining to employees their role in this effort.

Communicating clear policies on as email and Internet use, non-

solicitation and confidentiality of company information can help

foster trust by making the company’s expectation clear.

1. Show Employees The Big Picture. High-trust companies

do a good job of communicating the company's business

objectives and explaining to employees their role in achiev-

ing them.  The goal is to achieve maximum “transparency” of

how the individual contributes to the whole. By demonstrat-

ing that the company trusts its employees to “do the right

thing” when shown the big picture, increased employee trust

in the company is fostered in return.

2. Implement Quality Training Program-Beyond Just

“the Basics.” As noted above, organizations which have cho-

sen to implement strong comprehensive training programs

have reaped the benefits, both in decreased litigation and

actually changing behavior. Many states have created mini-

mum requirements for training programs in the area of safety,
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anti-harassment and equal opportunity. However, companies

which are committed to the elimination of harassment and dis-

crimination from the workplace go beyond the basic mandat-

ed program of anti-harassment and commit to implementing

quality training programs. These programs can be in the form

of live training, online training and web-based training.

Companies should take careful effort in seeking quality train-

ing materials and quality trainers. There are dozens of new

laws and companies need to ensure that their executives, man-

agers and employees know what the laws are and how to

comply with them. There is a huge opportunity here. Educate

managers on the nuts and bolts of the new laws in order that:

(a) they know how to be legally compliant; (b) you begin to

take ‘real’ action regarding implementing the lessons and pro-

cedures of the new regulations (and the old ones); and (c)

quality training not only prevents bad acts from occurring in

the workplace but helps limit liability in many different areas.

In the area of whistleblower protection for employees of pub-

licly traded companies, the Sarbanes-Oxley Act imposes crim-

inal penalties for action which used to be considered merely

“lack of oversight.” The far-reaching scope of this law is

emphasized in the fact that it not only covers publicly traded

companies but also their officers, employees, contractors,

subcontractors and agents. The language would appear to

leave officers and employees open to liability in their indi-

vidual capacities. In addition, Sarbanes-Oxley seems to create

a claim against companies or organizations which do business

with publicly traded companies. Sarbanes-Oxley and the new

focus on ethics create an opportunity and responsibility for

companies to trains their executives, human resources pro-

fessionals, and managers on how to understand and comply

with these increased responsibilities. Given the criminal

penalties that may be levied for violating Sarbanes-Oxley, this

type of training should be a priority for your organization.

There is no greater link to trust than the right to privacy in the

workplace. This issue is complex and complicated. Education

in the area of what constitutes company property, and what

constitutes a violation of HIPAA and other privacy issues, is

an area in which employees can and should be trained.

HIPAA, for example, creates a minimum duty to train employ-

ees who have access to benefit-related health information.

Companies will reap significant benefits if they spend the time

and effort to help employees understand these concepts.

The new laws such as Sarbanes-Oxley and HIPAA, and the

new focus on ethics, create a new role for training as execu-

tives, human resources professionals, and managers struggle

with increased responsibilities. Given the criminal penalties

that may be levied for violating Sarbanes-Oxley, such train-

ing is urgently needed.

3. Conduct Audits to Gather Critical Information. There

are audits that are mandated by such statutes as OSHA, but

there is no better way to obtain information and find out what

is happening in the workplace than to conduct a general

employment practices audit. 

An important area to audit is wage and hour issues. A multi-

tude of class actions throughout the country has focused

increasing attention on overtime and exempt/non-exempt sta-

tus. It is extremely prudent for the employer to conduct audits

in this area to find out how people are being classified and

correct the problems before they turn into a class action law-

suit. In the longer term, employers’ current difficulties in

maintaining compliance in this area may be lessened by the

US Department of Labor’s proposal last month to make the

first across-the-board changes in decades in the definitions of

overtime-exempt employees under the federal Fair Labor

Standard Act.  Even if this proposal is adopted, however, we

expect the existence of inconsistent state standards will con-

tinue to drive overtime litigation for years to come.

Think about conducting privacy audits to determine what

information is being examined. Particularly for companies not

large enough to warrant a full-time privacy officer or depart-

ment, it is good practice to determine what information is

being collected on employees and who has access to that

information and for what purposes. In light of legislative

changes in this area, and the changes in technology that many

companies seem to implement on an almost constant basis,

and for multi-nationals, the impact of the European Union’s

Privacy Directive, we view it as sensible to stop and take

stock of your information flow and privacy protections so you

can make sure that you as a company know whether new

steps or policies need to be implemented.

4. Seek Employee Input. There are no regulations that man-

date that employers participate in employee surveys or

receive employee input.  However, a critical building block in

the road back to trust includes seeking employee input to

identify employee concerns. In the area of safety, for instance,

employees have grave concerns about recent publicized

health hazards such as SARS and may want to know what the

employer is going to do about it. Developing strategies to

obtain employee input is critical in the road back to trust. 
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5. Addressing Safety Concerns-A Priority. Employees want

to be able to trust that when they come to work they will be

safe and employers should make this a top priority, recogniz-

ing that no guarantees exist against society’s troubles and vio-

lence. Beyond having a policy for safety, other features such as

safety audits should be considered and emergency response

mechanisms should not be ignored. Some companies are put-

ting out pamphlets regarding emergency response and includ-

ing responses for terrorist attacks and other violent activities. In

this area, crisis management planning is key and involves ana-

lyzing the risks to your organization, in order to identify meas-

ures that will help enhance safety and minimize risk to your

employees. In this area, like in the area of privacy, ongoing

monitoring, and regular reviews and testing of plans constitute

the best, indeed the only, way to ensure that your planned pro-

cedures are working well. Going beyond legal compliance can

go a long way to building trust with employees.  Whatever the

unique plans and strategies of your company will be, they

should be disseminated to employees so that they understand

what the company is doing in order to merit their confidence.

6. Enforce the “Zero Tolerance” of Retaliation. Given the

current environment of lost trust, there can be no better time for

investment of time, energy and funds towards proactive meas-

ures to assure employees your anti-retaliation policies mean

what they say. Update your policy if necessary.  Companies

need to make clear that employees who bring issues forward

will be safe from retaliatory steps by superiors who feel threat-

ened by what they perceive as criticism.  Employees lose trust

when they “try to do the right thing” and then are punished or

disciplined for it. Retaliation protection under federal and state

law, just like whistleblower retaliation protections, must be a

high company priority. A well-written policy on retaliation is

simply not enough. You need to be proactive and the return on

investment can be huge. Going beyond the basics can and will

save you a lot of time and money in the future. Most impor-

tantly, send the message from the top that it will be enforced.

(a) Have a well-written policy and a complaint proce-

dure that encourages persons to come forth with com-

plaints of acts they perceive to be retaliatory.

(b) Provide training to both managers and employees

providing information on how to understand retalia-

tion, the complaint process and what the penalties are

if it occurs.

(c) Hold wrongdoers accountable.

(d) Put early warning systems into place-know when

protected activity occurs and attempt to preempt any

retaliatory actions. This means warning those involved

that they must do or not do to avoid even the percep-

tion of retaliation.

(e) Make certain that independent thorough investiga-

tions are conducted.

E. Solution Five:  Create a Revitalized Role for Human

Resource Professionals-The Liaison for Rebuilding Trust.

Human resource professionals may not be the ones setting the

tone for corporate behavior and integrity, but they can be criti-

cal liaisons between management and employees and a key

component in the rebuilding of trust. Obviously, no human

resources department, no matter how skilled, can overcome the

corrosive effect of management, which is, or is perceived as,

insincere or otherwise unworthy of employee confidence.

However, if top management is committed to a corporate cul-

ture of integrity and is prepared to support the human resources

professionals and the skills they bring to this endeavor, then it

has a powerful tool and ally in the effort to rebuild trust.

Results of surveys demonstrate that in companies where

human resource professionals are effective, a state of affairs,

which can occur only, where upper level management is pre-

pared to heed its advice on employee relations, employees

tend to believe the company is trustworthy. In revitalizing the

human resources function as part of a program of meeting or

exceeding legal requirements and rebuilding trust, companies

should consider the following:

1. Implement Legal Compliance. The foundation of the

human resource role is to assist in implementing the policies

and procedures established by state and federal law and reg-

ulations, and sometimes international codes, such as the

European Union’s Privacy Directive. This task can be tedious

and demanding, since there are many procedures that must

be put into place or refined or revised, as the legal framework

shifts. However, this responsibility is a key link in the trust

relationship-by communicating these changes clearly and

openly, companies can signal their intention to follow or

exceed all of the appropriate laws.

2. Own the Task of Achieving the Effective

Communication Process. Open communication is probably

in every American company's handbook, but is one of the most

difficult concepts to implement. For human resources more

than any other department, the open door means more than lit-

erally keeping your door open. It means getting out to talk to

employees, initiating conversation, and keeping a finger on the

pulse on the work environment. However, human resources
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professionals can do more than serve as a conduit for commu-

nicating information and policies from upper management

down. Savvy management knows that human resources pro-

fessionals can be an invaluable source of information of what

issues are of concern to employees. By providing this input to

management, and assisting in developing strategies and

responses to these concerns, human resources departments can

make the organization seem, and actually be, more proactive,

responsive, and respectful of employee concerns.

3. Give Employees Knowledge of Value of Employee

Benefits. In this time of increasing healthcare and other ben-

efits costs, employers should take the opportunity to point out

to employees how valuable their benefits are. Companies are

increasingly realizing that employees are largely unaware of

the dollar value of their benefits packages. Using easy-to-

understand charts, many employers are now providing bene-

fits statements to employees that tabulate the real value of

employee compensation. Such a valuation takes into account

not just monetary compensation but medical and disability

benefits, insurance, pension, and other benefits.

4. Let Employees Know the Company is Working with

Them, not Against Them. It is easy for employees to get in

the mindset of “us versus them” when it comes to manage-

ment. Negative employees influence each other at work and

even worse, can infect the attitudes of positive-minded

employees. Employers must practice collaboration and inclu-

siveness to avoid unwittingly feeding this “us versus them”

mentality. Let employees know that you and the organization

are working with them toward a common goal.

One answer is to give employees a chance for input.

Communication is a two-way street.  Employees lose trust when

they are not consulted. Conversely, if we can make constructive

changes based on employees' input, this will go a long way

towards rebuilding trust.  Human resources professionals can be

an integrated link to management in this process, advising it of

employee consensus. Human resources professionals should

prioritize this communication as key to confidence building.

Another key is letting managers and employees in on business

goals and objectives (see below). Employees who feel a part of

the bigger picture, and realize they are working with manage-

ment toward a common goal, can resist the temptation to allow

daily annoyances and other job stressors to translate into a per-

ception that management is working against them. This must

go beyond a broadly-worded mission statement to include a

practical understanding of the business’ long- and short-term

goals and how the individual employee’s performance fits into

realizing those goals. Human resources professionals can per-

form a critical role in facilitating this communication.

5. Don’t Sit Behind Your “Open Door Policy.” Most com-

panies have “open door” policies, encouraging employees to

come forward with concerns. It is no longer workable to sim-

ply have an open door policy, and then allow managers to sit

behind their open doors and wait for employees to come to

them with concerns. Instead, managers should be expected to

come out of their offices and get into the trenches with the

employees to see if the changes are working. 

Transparency includes doing, not just saying.  Encourage your

managers to practice “management by walking around”—sim-

ple gestures like checking in and asking about details of work.

These behaviors set an expectation among employees that man-

agers want to know about concerns. Managers who get into the

trenches with employees can expect employees to open up at

a greater level, and will help them obtain the feedback they

need to determine if changes at every level are working.

F.  R e a n a l y z e  L i t i g a t i o n  F r o m  a  T r u s t

P e r s p e c t i v e - T e s t  a n d  D e f e n d  Yo u r  P o s i t i o n

Thinking about employee litigation in the context of reestab-

lishing employee trust at first seems to be a dysfunctional and

unimaginable concept.  There is no question that litigation

can be difficult, time-consuming, costly and internally divi-

sive. No matter what the outcome, it can leave hurt feelings

and wounded careers in its wake. Nonetheless, if manage-

ment, particularly management aspiring to industry leadership

status, considers litigation not as an isolated series of battles

but as part of the overall aspect of company existence, it can

actually provide a forum for restating values.

As a prerequisite to this novel view of litigation, your compa-

ny should have reevaluated its policies, statement of ethics or

code of conduct, and communication strategies, and done

everything else necessary to arrive at a defined corporate cul-

ture marked by a commitment to reestablishing a bond and a

sense of common cause between management and employ-

ees. We have discussed earlier the importance of “walking the

talk” and it is, of course, critical that a company stay on the

new path it has chosen in terms of operations.

The corollary is that when a challenge is presented in the

form of an administrative charge or an employee lawsuit, the

company should not reflexively take any one course, be it a

determination to settle quickly, or engage in a battle to the
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end. Rather, it should view each claim in the context of the

policies at issue and choose its battles. If your own investiga-

tion shows that the claimant was not treated properly and

with integrity, then consider how to make it right rather than

embarking on a slash and burn defense litigation. On the

other hand, for example, if your company has invested time

and effort in developing a whistleblower protection policy

and a system by which such claims of retaliation are report-

ed, investigated and dealt with, and if you have communicat-

ed all of the above clearly and specifically to your workforce,

and if the employee claiming retaliation has not availed him-

self or herself of those avenues, it may be appropriate to

mount a firm and unwavering defense.

Consider also how you might portray your defense of a claim,

internally or externally, so as to foster an increase in trust.  The

standard advice (because of defamation concerns) is to stick

to the now hackneyed script, “We believe the claim is baseless

and we intend to vigorously defend it.” In the proper case, it

may be worth the risk to go farther and send the message that

your litigation strategy is consistent with your corporate val-

ues. For example, “We have a firm commitment to allowing

employees to come forward with concerns about corporate

conduct and have promised that any employee who does so

has absolute protection for his or her job. In this case, Mr.

Jones did not bring his concerns to the company’s attention

until after he had resigned and sued. We believe that this was

not the right way to handle it and is not the proper forum for

an examination whether his allegations are correct.”  Another

possibility might be, “Our human resources staff investigated

Ms. Johnson’s claim, reviewed all the pertinent documents and

interviewed six people. We respect her right to her view of

what happened, but we are confident that no one did anything

improper and we will defend the system we have developed

for reviewing such claims.” In this way, the defense of the case

can be presented as part of an overall culture of integrity.

If you have adopted, or are considering adopting, an alterna-

tive dispute resolution system, such as arbitration, consider

how the ADR system either enhances or undermines employ-

ee trust. A fair, well-designed system that provides real bene-

fits to employees (e.g., true ease of access, prepaid legal serv-

ices, peer review) can help improve employee trust. On the

other hand, a system tipped too far toward limiting employee

rights can easily send the opposite message. A skewed ADR

system is also likely to be invalidated by the courts, which are

increasingly scrutinizing arbitration agreements under newly

developed standards of unconscionability.

Regardless of how the claim is resolved, use it take a clear and

dispassionate look at the department, practice or other aspect

of the company under examination in the action. We recom-

mend involving someone with no “turf” at stake to review the

situation and consider what changes, if any, should be made

to avoid similar claims. Your legal counsel should also be able

to provide you their view of the “lessons” of the case, what

you can do differently or better to prevent future problems.

Consider non-standard settlement options. The way most cases

end is with a transfer of money, but depending on the employ-

ee, other incentives to a quick resolution can be put into the

mix. Job transfers with retraining, counseling, development of

objective performance criteria to avoid the perception of unfair

treatment-these are only some of the possibilities a company

can consider to try to resolve disputes in a way other than what

many employees will see as buying off the plaintiff and his or

her attorney. Obviously, not every plaintiff merits this treatment

but in certain circumstances, a demonstrated willingness to

break from the standard practices can send a strong message,

not just to the employee affected, but to others as well.

Also consider the privacy and sensitivity of the employees

involved in the case, including the plaintiff if he or she is still

an active employee. Most employees will understand if the

decision is made to fight, but non-party witnesses should be

treated with respect, and should be told that all you want and

expect out of them is the truth. Obviously, retaliation against

a plaintiff is forbidden, but in addition, we recommend that

to the extent possible, the fight not be personalized.

Employees without a direct stake in the action tend to recog-

nize and appreciate when the matter is not made personal

and when they are not made to feel that they must choose

between their job and their friends and co-workers.  They will

understand why you feel you need to fight and respect you

for how you are doing so.

Finally, you need to consider how the outcome will be per-

ceived inside your organization. Consider whether a potential

settlement will be seen as a cynical attempt to buy off a prob-

lem or an attempt to prevent a potentially nasty fight.  Also

think about whether a bad result at trial will be taken as con-

firmation of a lack of corporate integrity or merely an unlucky

result from the litigation lottery flowing from the company’s

determination to stand up for its policies and positions.  There

is, of course, no easy way to answer these questions, except

to note that a reflexive policy either to settle or not to settle

will preclude the careful consideration that is required.
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EXHIBIT A:  See BNA Daily Labor Report, Special Edition:

Telephone companies California, Ch. 183

Private Security Patrol California, Ch. 609

Individuals who manually or electronically roll California, Ch. 623
fingerprint impressions 

Licensing of persons to manage certain mental health California, Ch. 642
services facilities 

Supervisory employees and applicants at ski-area child Colorado, Ch. 140
care facilities 

Certain specific employees and licensees such as Colorado, Ch. 257
executive officers, directors of certified domestic 
companies, bail bond agents, real estate brokers, private 
school employees, certain school district employees, etc.

Applications for employment at nursing care facilities Colorado, Ch. 297

Owners, directors and chief financial officers of licensed Florida, Ch. 2002-196 
substance abuse rehabilitation service providers and 
employees in same who work with children and 
developmentally disabled adults 

Applicants at licensed personal care homes Georgia, Act 854

Applicants for peace officer positions Illinois, P.A. 92-533

Applicants for permanent employee registration card for Illinois, P.A. 92-833 
private detectives, private alarm personnel, private 
security personnel and locksmiths.

Employees of State Department of Administration with Kansas, Ch. 6
unescorted access to data center, telecommunications 
facilities, and other security-sensitive areas

Public and private school employees or volunteers who Massachusetts, Ch. 385 
may have direct, unmonitored contact with children; 
access permitted to criminal records on 
contractors/laborers on school grounds.

Health care facility employees and contractors Michigan, P.A. 303

Prospective employees of licensed private security guard Michigan, P.A. 473
and alarm system installers.

Licensed private detectives and investigators. Michigan, P.A. 474

Hospice providers and employees, contractors and Minnesota, Ch. 252 
volunteers

Licensed private detectives and protective agents, Minnesota, Ch. 321
applicants for school bus drivers’ license

Employees in certain social service programs Minnesota, Ch. 375

State Department of Education, applicants for school Minnesota, Ch. 357
attendance officer

Applicants for armed detective license or security licenses New Hampshire, Ch. 280

Administrators of assisted living residences New Jersey, Ch. 25

Airport screeners check expanded New Jersey, Ch. 73

Applicants for state license in health care profession New Jersey, Ch. 104

Employees in Securities Industry New York, Ch. 453
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Nursing facilities-applicants for non-licensed service Oklahoma, Ch. 470
jobs, checks must be completed prior to hire.

Applicants for state certification as an administrator of Rhode Island, Chs. 02-157 and 02-158
assisted living facility and applicants for employment 
who would have access to residents or residents’ belongings

Amendment to require checks for employees and Rhode Island, Chs. 02-227 and 02-413
applicants at public and private schools such that state or 
local police may run check

Direct caregivers at nursing homes, adult care facilities, home South Carolina, Act. 242
health agencies, and commercial residential care facilities

Employees of security businesses South Carolina, Act 339

Applicants for employment at licensed alarm businesses South Carolina, Act 358

Applicants for licensed or registered nursing positions Utah, Ch. 290

Unarmed security guards Virginia, Chs. 578 and 597

Substance abuse treatment professionals Virginia, Ch. 712

Applicants for child care provider license West Virginia, Ch. 165.

EXHIBIT B:  See BNA Daily Labor Report, Special Edition:

Workers who serve children District of Columbia, Law 14-641, Act 14-310

Counties and municipalities authorized to require employees Florida, Ch. 2002-169
and applicants screening for positions critical to security or 
public safety 

Licensed hospitals permitted access to state abuse registries Iowa, Ch. 1034
to run background checks on employees and applicants 

State certified, non-public schools may run checks on newly Kentucky, Ch. 285 
certified hires 

Enactment of procedures for checks on license applicants Mississippi, Ch. 357
including security guards and employees under jurisdiction 
of state horse racing commission; Department of Mental 
Health 

Highway patrol may release to employers, the address and Missouri, S.B. 758
offense of registered sex offenders for conduct checks on 
applicants for youth services agencies and care providers in 
contact with minors, patients, or residents 

State transportation department may run checks on Tennessee, Ch. 739
applicants of highway response operators and supervisors




